BHumaHue/Attention:

MepeBopA TEKCTA HA AHINIUIACKUIA A3bIK HOCUT MHPOPMALMOHHDIN XapaKkTep. Mpu ocywecTtBieHUU
3/IEKTPOHHOro Ao0KymeHTo060poTa c 000 «PeHeccaHc bpokep» He06x0a4UMMO PYKOBOACTBOBATLCS
MpaBunamm 31eKTPOHHOro AoKymeHToobopota OOO «PeHeccaHCc BpoKep», yTBep>KAEHHbIMU
npukasom FeHepanbHoro aupektopa OO0 «PeHeccaHc bpokep», TEKCT KOTOPbIX pasmelleH Ha
oduumnanbHom caitte 000 «PeHeccaHc Bpokepa» B ceTu «UHTepHeT»/. Please be aware that the
English version is provided for information purpose only. Implementation of electronic document
workflow with Renaissance Broker Limited shall rely on Electronic Document Workflow Rules of
Renaissance Broker Limited, approved by respective Order of General Director of Renaissance
Broker Limited, such Rules published on the official website of Renaissance Broker Limited on the
Internet.
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MpaBuna 3neKTPOHHOro A0KYMeHToobopoTa

000 «PeHeccaHc Bpokep»

Electronic Document Workflow Rules

of Renaissance Broker Limited

1. TepmuHbl M onpeaeneHus

1. Terms and definitions

Aemopu308aHHbIii adpec 3neKmpoHHol noymel —
agpec 3/IEKTPOHHOM nouyThl, YKa3aHHbIN
YYacTHUKOM NpU  AUCTAaHUMOHHOM 3aKAHYEHUU
Horosopa wu/unn B Cnucke [Monb3osarteneit
JInyHoro KabuHeTa, HanpaBAfseMOM YYacTHUKOM
Ob6uecTsy.

Authorized email address means an email address
indicated by the Participant at the time of remote
Agreement execution and/or in the List of Client
Portal Users to be sent by the Participant to the
Company.

AOmuHucmpamueHaa yacme Cucmemoi 340 -
YacTb KOPNOPATUBHOM MHDOPMALLMOHHOM CUCTEMDbI
ObuiectBa, cogep:kallas crneunannsmMpoBaHHble
WHCTPYMEHTbI M HAaCTPOIKM, NOCPELACTBOM KOTOPbIX
ObuLecTBO MMeeT BO3MOMKHOCTb MPeAoCTaBaATb,
npeKkpawaTb M orpaHuMuMBaTb ZocTyn B JIMYHbIN
KabuHeT MMonb3oBatensm JIMYHOro KabuHeTa,
pasmewaTtb B JIMUHOM KabuHeTe INeKTPOHHble
AOKYMEHTbI U MHYO0 MHPOPMALUMIO B 3/IEKTPOHHOM
BMAE, MOAMMUCLIBAaTb D/IEKTPOHHbIE AOKYMEHTbI,
OCYLLECTBNATD MOHUTOPUHT aencraui
Monb3oeaTena JIMuHoro KabuHeTa, GUKCMpoOBaTb

Admin Section of EDW System means a section of
the corporate information system of the Company
containing specialized tools and settings, whereby
the Company is enabled to grant, terminate and
restrict access to the Client Portal to the Client Portal
Users, upload to the Client Portal Electronic
Documents and other information in the electronic
form, sign the Electronic Documents, monitor
actions of the Client Portal User, record the fact
(including time and date) of dispatch of information
notices and the contents thereof and perform other
actions to manage the EDW System. The Company's

dakT (BKNOuYaa BpemA M gaty) oTtnpaBku | Authorized Representative accesses the Admin
NHbopmaumnoHHbIX cooblieHuii U ux cogeprkaHue, | Section of the EDW System using the Login of the
a TakXe coBepwaTtb MWHble pgencteua no | Company's Authorized Representative and a
ynpasneHmto  Cuctemonn  340. [foctyn B | matching password.

AOMUHUCTPATUBHYKO  4YacTb  Cuctembl 340

ocylecTBnAeTcd  YNONHOMOYEHHbIM  JIMLOM

ObuwecTBa C NCNONb30BaHUEM JNlornHa

YNONHOMOYEHHOTO nvya ObuecTtsa 7]

cooTBeTcTBYlOLWEro emy Mapons.

Aymenmugpukayua — npouenypa nposepku | Authentication means the procedure of verifying
BBegeHHoro [lapona Ha ero cootBerctBue | whether the keyed in Password matches the
NaoeHTudmKaTopy, yKa3aHHOMY npu | Identifier specified at the time of Identification.
NaoeHTudmKaumm.

Hozoeop — [oroBop 06 3nekTpoHHOM | Agreement means the Electronic Document
OOKyMmeHToobopoTe, 3aK/1Il04aeMbIi mexay | Workflow Agreement to be made between the

YYyacTHUKOM W O6LI.I,eCTBOM, B COOTBETCTBUMN C
KOTOPbIM Y4yacTHUK npucoegnHAETCA K I'IpanmaN\.

Participant and the Company,
Participant accedes to the Rules.

whereby the




ECUA (EQuHas cucmema udeHmuchukayuu u

aymeHmudgukayuu) - depepanbHas
rocyfapcTBeHHas WHPOPMaUMOHHAA  CUCTEMA,
NpegocTaBAsloWan B CAyY4asx W MOPALKe,

YCTaHOB/IEHHbIX 3aKOHOZATENbCTBOM PoccuitcKol
depepauny, CaHKUMOHMPOBAHHbLIM  JOCTyn K
nHbopmaumuy, cogepKalencs B
MHPOPMALMOHHDBIX CUCTEMAX.

USIA (Unified system of identification and
authentication) — federal government information
system for provision when and as established in the
laws of the Russian Federation of authorized access
to information, contained in information systems.

3aseneHue (ogpepma) o npucoeduHeHUU K
Aozoeopy — 3aaBneHne-odpepTa 0 NpucoeauHeEHNN
K Jorosopy, nogasaemoe YyacTHMKom ObLiectsy B
3/1IeKTPOHHOM BMAE NOCPenCcTBOM 3aNOHEeHUsA
cneumanbHon ¢Gopmbl Ha  MHTepHeT-cTpaHuue
ObuiecTsa.

Agreement accession application (offer) -
application offer for the Agreement accession,
submitted by the Participant to the Company in an
electronic form by way of filling out a designated
form on the Company’s webpage.

NdeHmudukamop — yHUKanbHaA KOMBMHauMA
unodp, 6YKB W/MAM cneumanbHbiX CUMBOJOB,
npegHasHaydeHHaa ana goctyna B Cuctemy 340 u
ncnosblyemas B uenax  UaeHTudukauum,
COOTBETCTBEHHO, Nonb3osaTensa JlnyHoro
KabuHeTa nan YnonHomouveHHoro amua ObuiecTsa.
B kKauectBe MWaeHTudukatopa [lonb3osatena
JInyHoro KabuHeTa MOXeT OblTb MCMO/Ib30BaH
Homep MmobunabHoro TenepoHa uam  JloruH
Monb3oBatens JinuHoro KabuHeta. Mosb3oBaTenb
JInyHoro KabuHeTa MOXKeT MCnosb30BaTb OAMH
NoeHTnduMKaTop ona foctyna B IMYHbIE KAaBUHETI
MHbIX YYaCTHMKOB TMpPW YCNOBUWU, YTO TaKUMMU
y4aCTHUKamm emy npenocTas/eHbl
COOTBETCTBYHOLWME MOJHOMOYUA.

Identifier means a unique combination of digits,
letters and/or special symbols designed for
accessing the EDW System and used for the purpose
of the Identification of the Client Portal User or the
Company's Authorized Representative respectively.
A cell phone number or the Login of the Client Portal
User may be used as the ldentifier of the Client
Portal User. The Client Portal User may use one
Identifier to access client portals of other
participants, provided that such participants have
granted to it relevant powers.

Ndenmudpukayua — npoueaypa naeHTUbUKaumm
(pacnosHaBaHwus) Monb3oBaTtens JlnyHoro
KabuHeTa uam YnonHomoueHHoro vua ObuwiecTsa
no ero aeHtuoukatopy.

Identification means a procedure of identifying
(verifying) the Client Portal User or the Company's
Authorized Representative using its Identifier.

UHnmepHem-cmpaHuya Obwiecmea - CTpaHWLa Ha
odnumanbHoOm caiTe ObuiectBa B
MHPOPMAUNOHHO-TENEKOMMYHUKALMOHHOW  CEeTH
«UHTepHeT» no agpecy www.renbroker.ru.

Company's Homepage means a page on the official
website of the Company in the information-
telecommunication network Internet at
www.renbroker.ru

UHdopmayuoHHoe  coobuwjeHue —  CMC-
coobueHune, NYL-coobueHne n/vam cooblieHune
B 3/IGKTPOHHOM  BMAe, HanpasjeHHOe Ha
ABTOPU30BaHHbIN aApec 3NEeKTPOHHOMN MOYTbl UK
Ha KOPMOPaTUBHYIO  3NEKTPOHHYIKD  MOMTY
YnonHomoueHHoro auua Obuiecrtsa.

Information notice means an SMS message, PUSH-
message and/or an electronic message sent to an
Authorized email address or a corporate email of the
Company's Authorized Representative.



http://www.renbroker.ru/
http://www.renbroker.ru/

Knaou 3nekmpoHHOli nodnucu - YHWKabHasA
nocnenoBaTe/lbHOCTb CMMBOJI0B,
npefHasHayeHHaa ANA CO34aHUA DIEeKTPOHHOM
nognucu. Moa KAo4YOM 3N1EKTPOHHOW MoAnucu
NOHMMaeTCcA COBOKYNHocTb WMaeHTUdMKaTopa U
CBA3aHHOrO € HUM [Mapons.

Electronic Signature Key means a unique sequence
of symbols intended for creating an Electronic
Signature. The Electronic Signature Key means the
aggregate of the Identifier and a matching
Password.

Kod nodmeepxcdeHua - nNpoBepoYHbIA Kog,
KOTOpbIA Hanpasnsetcas B WHPopmaunmoHHOM
COOBLLEHNN U MOXKET UCNOb30BaTLCA A/1A BXOAA B
JInyHbIA KabuHET, noAnuMcaHMA [OOKYMEHTOB, a
TaKXKe [ANA MOATBEPXKAEHUA WHbIX AEeUCTBUN
YuactHuKa, [Monb3oBatensa JIMYHOro KabuHeTa
n/mnn  YnonHomoyeHHoro naumua O6lectea B
Cucteme 300 wu/van Ha WHTepHeT-CTpaHULe
ObuiecTsa.

Confirmation Code means a verification code that is
sent in the Information Notice and can be used to
log into the Client Portal, to sign documents and to
confirm other actions of the Participant, Client
Portal User and/or the Company's Authorized
Representative in the EDW System and/or on the
Company’s webpage.

Komnpomemauusa asnekmpoHHOlU nodnucu —
BO3MOXHOCTb HecaHKLMOHMPOBAHHOIO
MCNoONb30BaHMA Knloya 31eKTPOHHOM noanucu
HeynoAHOMOYEHHbIMW ANLAMMU.

Electronic Signature Leak means a possible
unauthorized use of the Electronic Signature Key by
unauthorized persons.

JluyHblli KabuHem - wvHAMBUAYaNbHbIK ANSA
YyacTHMKa chneuManunsnpoBaHHbI  pa3gen Ha
NHTepHeT-cTpaHuue Ob6uwectsa u/mam MobunbHoe
NPWAOXKEHUE, YCTaHOBJIEHHOe Ha MobuabHOM
ycTpoiictBe YuacTHuka (Monb3osatena JIMYHOro

KabuHeTa), KOTOpble coAepaT pPasNUyHble
OTYeTHble martepuans, yBeaomMmneHus "
WHPOPMAUMOHHbIE CBEAEHMA W  MOryT ObITb
NCMOJ/1b30BaHbI ans INEeKTPOHHOro
AOKYMeHTO060pOTa, a TaKxke (npwm
npesocTaBAeHUM TaKow TEXHUYECKOM
BO3MOXHOCTM  ObwectBom)  Ans  nojau
pacrnopsaauTesibHbIX  LOKYMEHTOB. DyHKLMOHanN
NlnuHoro  KabuHeTa, [AOCTYNm K  KOTOpOMY

ocywiectsnseTca 4yepes web-uHTEpdenc, moxker
OT/NYATbCA OT PYHKLMOHANA JInyHoro KabuHeTta,
JOCTyNn K KOTOPOMY OCYLLEeCTBAAeTCA 4epes
MobunbHoe NpunoKeHue.

Client Portal means a dedicated section of the
Company's Homepage created separately for the
Participant or a Mobile Application installed on a
Mobile Device of the Participant (Client Portal User),
which contain various reports, notices and
information and may be used for Electronic
Document Workflow and (if such option is activated
by the Company) for submission of orders. The
functionality of the Client Portal accessed via the
web interface may be different from the
functionality of the Client Portal accessed via the
Mobile Application.

JlozuH [lonev3oeamena JluyHo20 KabuHema -
NaeHTudUMKaTOp, npUCBOEHHbIN [losb3oBaTento
JInyHoro KabuHeTta ObuecTsom nnu
CaMOCTOATE/NIbHO Ha3HayeHHbIn [lonb3oBaTenem
JlnuHoro KabuHeTa npu CBOeN perncTpaunmn B
InyHom  KabuHeTe ambo cmeHe  JloruHa
Monb3osaTena JiInuHoro KabuHeTta.

Client Portal User's Login means an ldentifier
assigned to the Client Portal User by the Company
or assigned by the Client Portal User itself when
registering in the Client Portal or changing the Client
Portal User's Login.




JloczuH YnosaHomouyeHHO20 auya O6buwecmea -
NaoeHTnduKkatop, NPUCBOEHHbIM
YnonHomouyeHHomy iy ObuiecTsa.

Login of the Company's Authorized Representative
means an ldentifier assigned to the Company's
Authorized Representative.

MobunbHoe npusnoxceHue -
cneunannsMpoBaHHoe nporpammHoe
obecneyeHue, npegHasHayeHHoe ans

MCNoNb30BaHMA ero Ha MobunbHom YCTpOVICTBe,
A0CTynHOe O21A YCTaHOBKU 4epes Od)VILI,I/IafIbeIe

Mobile Application means specialized software
designed to be used on a Mobile Device available for
installation through the official Google Play or
AppStore application stores.

MarasuHbl  npuaoxeHnn Google Play wmau

AppStore.

MobunbHoe ycmpoiicmeo —  TexHudeckoe | Mobile Device means a technical device connected
YCTPOICTBO, nmetouLee NoAK/oYeHne K| to the information and telecommunications

VIHd)OpMaLI,VIOHHO-TGJ'IEKOMMYHVIKaLI,VIOHHOl‘;I cetn

«UHTEpHET» (cmapTdoH, NAAHWETHbIN
KomnbioTep), GyHKUMOHMpyollee Ha  bHase
onepauuoHHbix cuctem  Android wuam  iOS,

nocpeactsom KoTtoporo [losnb3oBatens JIMYHOro
KabuHeTa ncnonbsyet MobuabHoOe NpuaoKeHue.

network "Internet” (smartphone, tablet) operating
on Android or iOS operating systems, on which the
Client Portal User uses the Mobile Application.

Homep mobuabHO20 menepoHa — abOHEHTCKUI
Homep Monb3oBaTens JIMyHoro KabuHeTa B ceTu
noABWMMXKHOM paamoTenedoHHO CBA3M OAHOrO U3
onepaTopoB  MOOM/IBHOMW  CBA3W, YKa3aHHbIN
YYacTHMUKOM NpU AUCTAHLMOHHOM 3aKIHYEHUN
Horosopa wu/unn B Cnucke [Monb3osarteneit
JInyHoro KabuHera.

Mobile Phone Number means a subscriber number
of the Client Portal User in the mobile
radiotelephone communication network of one of
the mobile operators indicated by the Participant at
the time of remote Agreement execution and/or in
the List of Client Portal Users.

Obwiecmeo — O06uectBoO C OrpaHUYeHHOM
OTBETCTBEHHOCTbIO «PeHeccaHc bpokep».

Company means Renaissance Broker Limited.

Makem 3neKMpPOHHbIX O0KYMeEeHMO8 — HECKO/IbKO
INEKTPOHHbIX [AOKYMEHTOB, OObeAgMHEHHbIX |
BHeCE&HHbIX B Cnuctemy 30 B BMAE ogHoro daina.

Electronic Documents Pack means several
Electronic Documents combined and uploaded to
the EDW System in the form of a single file.

Mapone — cekpeTHas KOMOMHAUMA CUMMBOJIOB,
n3BecTHas TONbKO, COOTBETCTBEHHO,
MNonb3oBaTtento NnyHoro KabuHeTa nnu
YNonHOMOYEeHHOMY anuy ObuwecTBa 7
HasHayaemas WMW NO CBOEMY YCMOTPEHMIO,
KoTopaa coBmecTHO ¢  WaeHTuduMKaTopom,
ucrnonb3lyeTca ANA  A0CTyNa  COOTBETCTBEHHO
Monb3oBatenss JIMYHOro KabuHeTa K JIM4HOMY
KabuHeTy nam YnonHomodeHHoro anua Obuwiectsa
K AgMUHUCTpaTMBHOM 4YacTn Cuctembl 340.
Nonb3oBaTennb JlnyHoro KabuHeTa "
YnonHomoyeHHoe sauuo Ob6uiectsa Bnpase B
noboe Bpems U3MeHuTb Maposb.

Password means a secret combination of symbols
known only to the Client Portal User or the
Company's Authorized Representative respectively
and specified by them at their own discretion,
which, together with the Identifier, is used by the
Client Portal User to access the Client Portal or by
the Company's Authorized Representative to access
the Admin Section of EDW System respectively. The
Client Portal User and the Company's Authorized
Representative may change the Password at any
time.




lMonb3oeamens JluyHo20 KabuHema -
dusnyeckoe AMUO - YYacTHUK, u/vanm  anuo,
YNOAHOMOYEHHOE  YYaCTHMKOM OT  UMEeHMn

YuyactHMKa 1) paboTaTb B JINuHOM KabuHeTe B
COOTBETCTBUM C obbemom npas,
npefocTaBNeHHbIM  eMy  Y4yacTHUMKOM, wu  2)
MCNONb30BaTb  3apPErnMcTPUpPOBAHHbIA  HA  MMA
Monb3osatens JInuHoro KabuHeTa UaeHTUdMKaTOP
n Maponb. Bce gencreua Monbsosatena JinuHoro
KabuHeTa, coBeplUeHHble UM B JIMUHOM KabuHeTe,
CYMTAOTCA COBEPLUEHHbBIMU YYAaCTHUKOM.

Client Portal User means an individual - a
Participant, and/or a person authorized by the
Participant on behalf of the Participant 1) to work in
the Client Portal in accordance with the scope of
rights granted to it by the Participant, and 2) to use
the Identifier and the Password registered in the
name of the Client Portal User. All actions of the
Client Portal User performed by it in the Client Portal
shall be deemed performed by the Participant.

Mpasuna — HactoAwme [paBuna 31EKTPOHHOrO
[oKymeHToobopoTa OO0 «PeHeccaHc bpokep» B
pedakuuu, AOenCTBylOWEA Ha  MOMEHT  MX
npPUMeHeHuA.

Rules means these Electronic Document Workflow
Rules of Renaissance Broker Limited in effect at the
time the same are applied.

nyll-coobujeHue  —  KOPOTKOE  TEKCTOBOE
cooblieHne, npeaHasHayeHHoe gaa nepegayu
Kopa noatBep)aeHMA MAW MHON MHbOpmaumm
YuactHuKy (Monb3oBatento JinuHoro KabuHeTa), B
BMAE BCM/IbIBAOWErO0 COOOWEHNA Ha 3KpaHe

PUSH message means a short text message
intended to send the Confirmation Code or other
information to the Participant (Client Portal User) in
the form of a pop-up message on the screen of the
Mobile Device, on which the Mobile Application is

MobunbHoro YCTPOWCTBA, Ha KoTopom | installed.

ycTaHoBNeHO MobuibHOe NpuaoKeHue.

Cucmema 340 - KopnopatueHaa | EDW System means the Company's corporate
MHPOpPMALMOHHan cuctema Obuecta, | information system intended for electronic
npeAHasHayeHHas ana ocywiectBneHus | interaction between the Company and the
3/IEKTPOHHOrO B3aMMOAENCTBUA mexxay | Participant in accordance with the Rules and Federal

ObuwectBOM M YYacTHMKOM B COOTBETCTBUWU C
Mpasunamm un degepanbHbiMm 3aKOHOM oT 06
anpena 2011 roga Ne 63-®3 «0O6 3/71eKTPOHHOM
noanucuy. Cuctema 340 BKAto4YaeT B cebs J/IMYHbIN
KabuHeT M AAMMHUCTPATUBHYIO 4acTb CucTembl
340.

Law No.63-FZ dated 06 April 2011 "On Electronic
Signature". The EDW system includes the Client
Portal and the Admin Section of EDW System.

CMC-coobuwjeHue  — KOpOTKOEe TeKCcToBoe
coobueHne, npegHasHayeHHoe ANA nepegayun
Koga noartBepaeHMA WAWM UHOW WMHbOpMaLMM
YuacTtHuKy (Monb3oBaTtento JIMYHoro KabuHerta) Ha
Homep mobunbHoro tenedoHa. [na nonyyeHua
CMC-coobuieHunii Monb3oBaTenb AO0MKEH MMETb
NOAKNOUYEHHYIO Yy onepaTopa MOBUALHOW CBA3U
ycayry npuema-nepenaydnm KOPOTKUX TEKCTOBbIX
coobueHnit (CMC).

SMS message means a short text message intended
for sending the Confirmation Code or other
information to the Participant (Client Portal User) to
the Mobile Phone Number. To receive SMS
messages, the User must have a short message
service (SMS) activated by the mobile operator.

Cnucok Monb3osateneit JinuHoro KabuHeta -—
cnucok MNonb3osaTeneit JlnuHoro KabuHeTa,

List of Client Portal Users means a list of Client
Portal Users provided by the Participant to the
Company in the form of Schedule No.2 to the Rules.




npeaoctasasemMbln  YyacTHMKom Obuwiectsy no
dopme MpunoxkeHma Ne 2 K MpaBunam.

YnonHomouveHHoe auyo Ob6bwjecmea — nUUO,
MMetolLlee NOAHOMOYMA AENCTBOBATb OT MMEHM
Obuwectea B Cucteme 340, noanucbiBaTtb
DNEKTPOHHbIE AOKYMEHTbI W/UAWN OCYLLECTBAATD
MHble OENCTBUS, NpeaycMmoTpeHHble lNpaBunamm
n/van dyHKumoHanom Cucremsi 30.

Company's Authorized Representative means a
person, who has the authority to act on behalf of the
Company in the EDW System, sign Electronic
Documents and/or perform other actions specified
in the Rules and/or functionality of the EDW System.

YuacmHuk — nvuo, 3aknoumsluee ¢ ObuwecTeom
[Jorosop v npucoeanHuBeecs K Mpasunam.

Participant means a person, who has entered into
the Agreement with the Company and acceded to
the Rules.

Xew — pe3ynbtaT 06paboTKM IDNEKTPOHHOro
OOKYMEHTa anroputmom xewmposaHua SHA-256,
npeacrasastowmin cobon nocnenoBaTeIbHOCTb M3

Hash means the result of processing an Electronic
Document by the SHA-256 hashing algorithm, which
is a sequence of 64 hexadecimal characters.

64  3HAKOB  LIeCTHaAUATepUYHOM  cUCTEMbI

NCYUCNEHMA.

XewuposaHue — pana uenen [pasun nog | Hashing — for the purposes of the Rules hashing
XelWwunpoBaHMeM MNoHMMaeTca npeobpasoBaHMe | means the conversion of an array of input data of

MacCMBa BXOAHbIX AAHHbIX MPOU3BONLHOM ANHDI
(B TOM uuMcne DNeKTPOHHOro [AOKyMeHTa) B
BbIXOAHYIO  LIECTHaAUATEPUYHYO  64-3HauHyto
CTPOKY, BbINOJIHAEMOE aNTOPUTMOM XELUIMPOBAHUSA
SHA-256. Xew ABnAeTca pe3ynbTaTOM TaKoro
npeobpasoBaHus.

arbitrary length (including an Electronic Document)
into an output hexadecimal 64-digit string
performed by the SHA-256 hashing algorithm. The
Hash is the result of such conversion.

3nekmpoHHaA nodnuce — WHbopmaumAa B
3NEeKTPOHHON d¢opme, co3gaHHaA NocpescTBOM
MCMNO/Ib30BaHMA Kntouya 3NeKTPOHHOM noanucw,
KOTOpasn CBA3aHa C INIEKTPOHHbIM AOKYMEHTOM U
noateepaaeT GpakT GOPMUPOBAHUA 3/TEKTPOHHOM

nognucu  onpefeneHHbIM  NLOM, a TaKXKe
nossonfetr uaeHTMduumMpoBaTb [lonb3osaTtens
JlnuHoro  KabuHeTa/YNonHOMOYEHHOE  ANLO
ObuwecTBa, noanucasLLero DNEKTPOHHbI
OOKyMeHT. B pamkax [lpaBun wucnonb3yetca

NPOCTaA 3NEKTPOHHAA NOANNCH.

Electronic Signature means information in the
electronic form created by using the Electronic
Signature Key, which is linked to the Electronic
Document and confirms the fact of the formation of
an electronic signature by a certain person, and also
allows one to identify the Client Portal
User/Company's Authorized Representative, who
signed the Electronic Document. Under the Rules, a
simple electronic signature is used.




SneKkmpoHHbIli O0KymMeHm — [OKYMEHT, B
KOTOpOM  MHpopMauMa  npefocTaBseHa B
3/1eKTPOHHOM popMme, TO ecTb B BUAE, NPUTOLAHOM
ONR BOCNPUATUA ee Ye/TOBEKOM C UCMO/Ib30BaHMEM
3/IEKTPOHHbIX BbIMMCAUTE/NbHBIX MALUWH, A TaKXKe
ans nepeaauu no MHGOPMALMNOHHO-
TeNEKOMMYHUKALUNOHHBIM CETAM UAN 06paboTKK B
MHOOPMALMOHHBIX cUCTeMax. dopma
oTobparkeHMa WHOOPMAUMM B  INEKTPOHHOM
OOKYMEHTe MOMeT oTauyatbca oT  ¢dopmbl
oTobparkeHMa  uMHPopmauuMm B OOKYMeEHTe
aHaNorMyHoro BMAaa Ha 6ymaxkHOM Hocutene, B
TOM uucne oT ¢GopmMbl [AHHOFO [OKYMEHTa Ha
OymMa)KHOM  HoOcuTeNle,  UCNOAb3yemMoin  npwu
OKasaHuK ycnyr YuacTHuKy Obuwectsom. MNpu aTom

DNEKTPOHHbIA  AOKYMEHT  COAEep)KUT  Bce
HeobxoAMMmble PEKBU3UTbI, MPEeAYyCMOTPEHHbIe
Aans AOKYMeHTa AaHHOro BMAA
3aKOHO4ATEeNbCTBOM  U/MAKM  yTBEPXKAEHHbIE
Obuectsom, n/mnn npeaycMoTpeHHble
[LOroBOPOM.

Electronic Document means a document, in which
information is provided in the electronic form, i.e.,
in the form suitable for human perception using
electronic computers and for transmission over
information and telecommunication networks or
processing in information systems. The form of
displaying information in the Electronic Document
may differ from the form of displaying information
in a document of a similar type on paper, including
from the form of such document on paper used
when providing services to the Participant by the
Company. Provided that the Electronic Document
contains all the necessary details required for a
document of such type by law and/or approved by
the Company, and / or provided for by the
agreement.

SnekmpoHHblii oKymeHmMoobopom — npouecc
3N1eKTPOHHOro B3amMmogenctema ObliectBa U
YUyacTHMKa, OCyLWecTBAAemMbl nyTem obmeHa
DNIEKTPOHHbIMU JOKYMEHTAaMM C UCNOJIb30BaHNEM
Cuctrembl 30 wu/wanM B cneumanm3nMpoBaHHOM
pasaene Ha UHTepHeT-cTpaHuue ObwecTsa.

Electronic Document Workflow means the process
of electronic interaction between the Company and
the Participant carried out by exchanging Electronic
Documents using the EDW System and/or in a
dedicated section on the Company’s webpage.

TepMuHbI, He onpegeneHHble B [paBunax,
MCNONbL3YIOTCS B 3HAYEHWUsIX, YCTaHOB/EHHbIX
OEeNCTBYIOWMM 3aKoHOAATeNnbCTBOM Poccuiickoin
depepaunm.

Terms not defined in the Rules have the meanings set
out in effective laws of the Russian Federation.

2. Npeamer perynnposaHua Mpasun.

2. Subject-matter of Rules.

2.1. MNpaBuna yCTaHaB/AMBaOT nopsgok | 2.1. The Rules set out the procedure for the
npucoegMHeHMa K HMM Y4yacTHMKa, a TaKxke | Participant to accede to the Rules and govern the
pernameHTMpytoT ycnosus n nopsaok | terms and procedure for the implementation of the
OCYLLECTB/IEHUSA dnekTpoHHoro | Electronic Document Workflow between the
[OKymeHToobopoTa mexagy Obuwectsom  u | Company and the Participant.

YyacTHUKOM.

2.2. JNEeKTPOHHbIN AoKymeHToobopoT mexay | 2.2. Electronic Document Workflow between the

ObuiectBoM M YYaCTHMKOM B COOTBETCTBUU C
MpaBnaamm OCyLLECTBAACTCA B PaMKax:

- OKa3aHua O6LW,eCcTBOM YUHaCTHUKY YCAYT Ha pbiHKe
LUEHHbIX 6ymar, npouM3BOAHbIX (GUHAHCOBLIX
WMHCTPYMEHTOB U Ha Ba/IlOTHOM PblIHKE;

Company and the Participant in accordance with the
Rules is carried out as part of:

- provision by the Company to the Participant of
services in the securities market, derivatives market
and in the currency market;




- OKa3aHuA O6LLEeCTBOM YUYaCTHUKY AeMNO3UTaPHbIX
YCAYT U CONYTCTBYHOLLMX UM YCAYT;

- MHOTO OBMEHa 3/IeKTPOHHbIMU AOKYMEHTaMM, B
TOM uucae B Uenax  3aKkaodeHua  wn/wau
WCNONHEHUs aorosopos mexagy O6wectBom U
YyacTHUKOM.

- provision by the Company to the Participant of
depository services and related services;

- any other exchange of electronic documents,
including for the purpose of entering into and/or
performing agreements between the Company and
the Participant.

3. 06wue nonoxeHus. NMpasa n 06a3aHHOCTU
YYACTHUKOB DNIEKTPOHHOIO A0KyMmeHToo6opoTa.

3. General provisions. Rights and obligations of
participants in the Electronic Document
Workflow.

3.1. MpucoegmHeHmne K MNpasuaam ocy,ecTsaaeTca
nytem 3akatoueHuna Jorosopa. Mpaswuaa asnatorca
HeoTbeMIEMOW YacTbio [Jorosopa 7
pPacnpoCTPaHAKTCA  Ha  OTHOWEHUA  MeXAy
ObwectBOM M YyaCTHMKOM C pJaTtbl  €ro
3aK/Ko4eHuA.

3.1. The Rules are acceded to by entering into the
Agreement. The Rules form an integral part of the
Agreement and apply to relations between the
Company and the Participant since the date of entry
thereinto.

3.2, 3akno4veHune Jorosopa MOXKeT
OCYLLECTBAATLCA NYTEM NOANMUCAHUA AOKYMEHTA HA
bymaxkHOM Hocutene. ®usnyeckoe NULO TaKKe
MOXeT 3aKknouutb ¢ Obuwectsom  [orosop
ONCTaHLMOHHbBIM cnocobom B nopsake,
YCTAHOBNEHHOM HACTOALLMM MYHKTOM.

[oroBop AWCTaHUMOHHbLIM 06pa3soM MOXKeT 6biTb
3aKNtoUEeH NCKNIOYMTENbHO c NIMLOM,
OENCTBYIOWMM OT COBCTBEHHOMO MMEHM.

OnAa  AUCTaHUMOHHOro 3aKnkodeHua Jorosopa
dusnyeckoe Muo AONKHO NMeTb
NOATBEPKAEHHYIO YYeTHyl0 3anucb Ha EanHom
nopTane rocyAapCTBEHHbIX W MYHUUMNANbHBIX
ycayr.

3akntoveHune [loroBopa ANCTaHLMOHHbBIM 06pa3om
OCYLLEeCTBNAETCA NOCPeACTBOM 3aMOHEHUA JINLLOM
Ha WHTepHeT-cTpaHuue ObwectBa cneunanbHOM
$OopMbl, Ha OCHOBAHWMM KOTOPOWN OT UMEHM JL@HHOTO
Nvua ocyuectenfeTca GpopmmpoBaHue 3aaBaeHnn
(odeptbl) 0 npucoegmHeHun K [loroBopy U
HanpasneHue ero ObuwecTBy ANA akuenTta. B aTmx
uensax anuo OONXKHO npeasapuTensHoO
aBTOpPM30BaTbCA OT cBoero umeHn B ECUA
nocpeactsom EAnHOro noprana rocysapcrBeHHbIX
M MYHUMUMNANbHbIX ycayr B8 WHPOPMALMOHHO-
TeNeKOMMYHUKALNOHHOM cetm «MHTEepHET”
(www.gosuslugi.ru).

3anonHeHWe cneuuanbHo ¢opmbl M noaada
3aaBneHns (odepTbl) O NPUCOEAMHEHUU K
Jorosopy ocywectsnsercs GU3NYECKUM SNLOM C

3.2. The Agreement can be executed by way of
document signing in a hard copy. An Individual may
also enter into the Agreement with the Companyina
remote mode as envisaged by this clause.

The Agreement can be executed remotely only with
a person acting on his/her own behalf.

Remote execution of the Agreement shall require the
Individual to have a confirmed account with the
Public Services Portal of the Russian Federation.

Remote execution of the Agreement shall be done by
way of filling out by the individual of a designated
form on the Company’s website, and such form shall
authorise generation of Agreement Accession
Application (Offer) on behalf of the Individual and
delivery thereof to the Company for further
acceptance. To do so, the Individual shall
preliminarily log in the USIA via the Public Services
Portal of the Russian Federation (www.gosuslugi.ru)
on the Internet.

Filling out of a designated form and submission of the
Agreement Accession Application (Offer) shall be
done by the individual with the use of functional keys
and fields in a dedicated section of the Company’s
website.

Subject to successful authorization in the USIA
further to filling out of all mandatory fields of the
designated form on the Company’s website and
generation of the Agreement Accession Application
(Offer), a text message with the Confirmation Code



http://www.gosuslugi.ru/
http://www.gosuslugi.ru/

MCNONb30BaHMEM QYHKUMOHANBbHBIX KHOMOK MU
nonei B CNeUUaNU3NMPOBaAHHOM pasfene Ha
NHTepHeT-cTpaHuMue ObuwecTsa.

Mpn  ycnosBum  ycnewHoro NPOXOXKAEeHUSA
asTopusaumm B8 ECWMA nocne 3anosHeHMA BcCex
obnAsaTenbHbIX Monen cneunanbHoi ¢Gopmbl Ha
NHTepHeT-cTpaHuue O6uwectsa M opmupoBaHma
3aaBneHns (odepTbl) O NPUCOEAMHEHUM K
Jorosopy Ha Homep mobunbHoro TenedpoHa,
YKa3aHHbIA AMLOM MNPV 3aM0NHEHUN 3aABAEHUA
(odepTbl) 0 npucoeavHeHun K [orosopy,
HanpasnAeTcA CMC-coobuweHne ¢ Koaom
noATBEPXKAEHUA, KOTOPbIN A0/KEH ObITb BBEAEH B
cneumanbHoe none Ha  MHTepHeT-CTpaHuue
ObuwecTtBa. Mpu KoppeKTHOM YyKasaHunm Kopga
noaTBeEPXKAEHUSA 3asBneHune (odepTa) o
npucoeamHeHnm kK  [Horosopy cYMTaeTca
NnogNUCcaHHbIM U NOAAHHbIM GU3NYECKMM NNLOM.
06 ycnewHoi nogaye 3aseneHus (odepTbl) o
npucoeamHeHnn K [lorosopy ¢pusnyeckoe Amuo

yBegomnsercs nytem pasmelLeHKs
MHOOPMAUMOHHOrO coobleHns Ha WHTepHeT-
cTpaHuue ObuiecTsa.

B cnyyae nonyyeHuns O6LLECTBOM OT UMEHU OAHOTO
nmua 6onee opHoro 3asasneHua (odepTbl) O
npucoeauHeHnmn K  [Horosopy, ObuecTBo
paccmaTtpuBaeT  nocnegHee no BpeMeHMU
nony4yeHua 3aABneHue (odepTy) o
npucoeguHeHnn K forosopy. OcTanbHble
3asBneHus (odepTbl) O nNpuUcoeaUHEHUU K
JoroBopy cuMTaoTCA OTO3BaHHbIMM NOAABLUMM NX
NINUOM U He paccmaTpuBatoTca ObLiecTsom.

Cpok pans aKkuenta 3assneHuns (odepTbl) o
npucoeamHeHun K Jorosopy coctasnsieT 7 (Cemb)
pabounx AHeM C MOMEHTa TMOJIyYEHUA TaAKOro
3anaBneHns ObuwectBom. B cayvae akuenTa
3aaBneHns (odepTbl) O NPUCOEAMHEHUU K
Jorosopy O6uwecTBo npefocTaBnfeT YYacTHUKY
[0CTyn K JIn4HOMY KabuHETy nyTem HanpasaeHun
Ha afpec 3NeKTPOHHOM MNOYTbl, YKA3aHHbIN
YyacTHMKom B 3asBneHun  (odepte) o
npucoeguHeHun, JlornHa Monvsosatena J/InuHoro
KabuHerta.

0] 3aKN0YEeHUN Jorosopa YyacTHUKY
Hanpasnaetca NHpopmaunoHHoe coobuieHne Ha
Homep MmobunbHoro TenedpoHa w/Man  Ha
ABTOPM30BaHHbIV aapec 3/1eKTPOHHOM NoYTbI.

shall be sent to the Mobile Phone Number indicated
by the Individual in the Agreement Accession
Application (Offer), and such code shall be entered in
a dedicated field on the Company’s webpage.
Entering of correct Code shall mean that the
Agreement Accession Application (Offer) is deemed
to have been signed and submitted by the Individual.
The Individual shall be informed of successful
submission of the Agreement Accession Application
(Offer) via publication of respective information
notice on the Company’s webpage.

In the event that the Company receives more than
one Agreement Accession Applications (Offers), the
Company shall regard the latest received Agreement
Accession Application (Offer). Other Agreement
Accession Applications (Offers) shall be deemed
revoked by the submitting Individual and shall be
disregarded by the Company.

The deadline for accepting the Agreement Accession
Application (Offer) shall be 7 (seven) business days
from receiving thereof by the Company. If the the
Agreement Accession Application (Offer) is accepted,
the Company shall provide the Participant with
access to the Client Portal by way of sending the
Client Portal login and password details to the email
that was indicated by the Participant in the
Agreement Accession Application (Offer).

Information notice on the Agreement execution shall
be sent to Mobile Phone Number and/or Authorized
Email .

The Company may without giving any reason
whatsoever decline the Agreement Accession
Application (Offer) and thus not execute the
Agreement, of which the Company may inform by
sending a notice to the email address, indicated in
the Agreement Accession Application (Offer).

The Participant authorization in the USIA, provision
of information when filling out of the Agreement
Accession Application (Offer) and entering of the
Code shall be deemed as the Participant’s consent to
enter the Agreement on terms established by the
Company and to perform unconditionally the
Agreement and the Rules.




O6uwecTBo UMeeT NpaBo 6e3 0O6BACHEHMA NPUYNH
OTKasaTb B aKuente 3assBneHua (odepTbl) o
npucoegmMHeHMn K LJorosBopy W, TeM CambiM He
3aK/1to4aTh [loroBop, 0 YeM Ha aZpPec 3/IEKTPOHHOM

NnoyTbl, YKasaHHbin B 3asaBneHun (odepte) o
NPUCOEAVHEHUN, MOXKET 6biTb  Hanpas/ieHo
coobueHue.

AsTopm3sauma YuyactHuka 8 ECUA, npepocrasneHme
YyaCcTHMKOM  Npu  3anojsiHeHMUM  3aABNEHWUA
(odepTbl) 0 nprcoeamnHeHnn K loroBopy cBeAeHUM
n BeBegeHWe Kopa noaTBepXAeHUs cunuTaeTca
cornacMem Y4yacTHMKa Ha 3aK/JloYeHWEe C HUM
[Jorosopa Ha  YyC/lIOBMAX,  YCTAaHOBAEHHbIX
ObuiectBom, M Ha 6e3ycnoBHOE WCMNONHEHUE
YyactHnKkom [orosopa u Npasua.

Kog, noATBepKAeHUA,
du3nyeckomy auuy Ha

HanpaBAeHHbIM
Homep mobuabHOro

TenedoHa W BBeAEHHbIM NpuM  nNognucaHum
3anBneHusa (opepTbl) O NPUCOEAMHEHUM K
Horosopy, npusHaeTca aHanorom
CO6CTBEHHOPYYHOW  MOAMMCM  TaKoro  AMua.
YyacTHMK 1 OBLWecTBO NPU3HAIOT MNOANMCaHHOE
Takmm  obpasom  3asBneHne (odpepty) O
npucoeavHeHnn K [oroBopy paBHO3HAYHbIM
OOKYMEHTY € COOCTBEHHOPYYHOM  MOAMMCHIO
YYacTHWMKa, COCTaBAEHHOMY Ha  BymarkHOm
HocuTese.

The confirmation code that is sent to the Individual’s
Mobile Phone Number and is entered at the time of
the Agreement Accession Application (Offer)
execution shall be deemed as the equivalent of the
handwritten signature of such individual. The
Participant and the Company agree that the
Agreement Accession Application (Offer) that is
executed in such manner shall be deemed equal to
a document that is signed by the Participant by a
handwritten signature in a hard copy.

3.3. MpaBwuaa He ABaAOTCA Ny6AMYHON odepTon B

cmbicne  cT. 426  [pa*KOQaHCKOro  Kogekca
Poccuitckoit depepaumm. Obwectso BnpaBe Mo
cBoemy YCMOTPEHUIO OTKasaTb nobomy

06paTI/IBLIJeMyCFI K Hemy /imuy B 3aK/Il4YeHUu
Ll,orosopa 6e3 06bACHEeHUSA NPUYNH TAaKOro OTKas3a.

Mpasuna, BkAtoyaa Bce [IPUNONKEHUA K HUM,
yTBepXaatoTca ObuwecTtBOM, pencreyroT
HeonpegeneHHblIh  CPOK M MOryT  BbITb
npeKkpaweHol B Nt0boe Bpemsa MO peLIeHUto
Obuwectea. [Ona YuacTHuMKa pevicteue [lpasBun
TaKXKe MOXeT OblTb NpeKpaweHo B CBA3SKU C
npeKkpaweHnem Jorosopa, KOTOPbIA MOXKET BbITb
PacToOPrHyT No MHUUMATUBE YUYacTHMKa, ObuwecTBa
WM NO COrNaLIEeHUI0 ero CTOPOH.

3.3. The Rules do not constitute a public offer in the
meaning of Section 426 of the Civil Code of the
Russian Federation. The Company has the right at its
own discretion to refuse any person, who has
approached it, entry into the Agreement without
explaining the reasons for such refusal.

The Rules, including all Schedules hereto, are
approved by the Company, are valid for an indefinite
term and may be terminated at any time if so
resolved by the Company. For the Participant, the
Rules may also be terminated in connection with the
termination of the Agreement, which may be
terminated by the Participant, the Company or if so
agreed between its parties.

3.4. O6WecTBO MOXKET B 04HOCTOPOHHEM NopAaKe
BHECTU n3meHeHus B MpaBuaa, B TOM YMCae NyTem
yTBepxaeHua [paBun B HOBOW pejakuum w
onyb6/MKOBaHUA UX Ha  MHTepHeT-cTpaHuue
Obuwectea. [MMpu 3tom [paBuna cuMTatoTCs

3.4. The Company may unilaterally amend the Rules,
including by approving new wording of the Rules and
by publishing them on the Company's Homepage.
Provided that the Rules are deemed amended for the
Participant, if within 10 (ten) business days from the




M3MEHEHHbIMM ANA YUYacTHUKa, ecin B TedeHue 10
(Oecatn) paboumx AHeN €O p[HA HanpaBaeHUs
yBegomneHna 06  uX  u3meHeHunm  mbo
ony6MKoBaHWA TeKkcTa NpaBua B HOBOM peaaKLumm
Ha WHTepHeT-cTpaHuue O6uwectBa OT Hero He
NOCTYMNUT BO3PA*KEHUI B NUCbMEHHOW dopme no
COOTBETCTBYHOLUM U3MEHEHUAM.

date of giving notice of their amendment or
publishing the amended Rules wording on the
Company's Homepage, the Participant does not
provide objections in writing to the relevant
amendments.

3.5. MpekKpaleHue genctama MpaBua He BAKSET Ha
IOPUAMYECKYID  CUNlY U AeWACTBUTENIbHOCTb
INEKTPOHHbIX AOKYMEHTOB, KOTOpbiMK ObLLEecTBO
1 Y4acTHMK 06MEeHUBANUCL B MEPUOL, UX SENCTBUA.

3.5. Termination of the Rules does not affect the
legal force and validity of the Electronic Documents
that the Company and the Participant exchanged
during the period they were in effect.

3.6. TekcTbl [lorosopa u Mpasun pasmewatoTca B
OTKpbITOM  aoctyne Ha WHTepHeT-CTpaHuue
ObwectBa WM AOCTYMHbI  ANA  O3HAaKOMJEHUA
HeorpaHuyeHHOMY Kpyry auu,. lMpncoeanHUBLLIUCH
K [MpaBunam, Y4yacTHUK nNpUHMMaAeT Ha cebs
0653aTeNbCTBO  perynspHo  obpawartbca K
NHTepHeT-cTpaHuue ObuwecTBa B uenax
O3HAaKOMJ/IEHUA C BO3MOXHbIMU U3MEHEHUAMU U
pononHeHuamu [lpasun, M HeceT BCe PUCKU B
nonHom obbeme, CBsi3aHHble C HEUCMNOJIHEHMEM
WAN HEeHag/NeXalMm MWCNONHEHWMEM YKa3aHHOM
0653aHHOCTW.

3.6. The text of the Agreement and the Rules is
publicly available on the Company's Homepage and
are made available to the general public. By
acceding to the Rules, the Participant undertakes to
regularly refer to the Company's Homepage for
possible amendments to the Rules and bears all the
risks in full associated with failure to fulfil or
improper fulfillment of such obligation.

3.7. O6wecTBO BNpasge:

3.7. The Company may:

3.7.1. 3anpawmBaTb y YYaCTHMKA AOKYMEHTbl U
uHdopmaumio, HeobxoaumMbie B COOTBETCTBUMU C
TpeboBaHMAMM 3aKOHOAATENbCTBA Poccuitckom
dbepepaun, B TOM umcne B obnactu
NPOTUBOAENCTBMA  Neranmsaumm  (OTMbIBaHMIO)
[0X0A0B, MOJIYYEHHbIX MPECTyrnHbIM NyTem, W
dMHaHCMpPOBaHUIO Teppopusma n/mnn
MpaBunamu, a TakKe notTpeboBaTb JIMYHOWN ABKU
YuactHMKa B odmuc ObwectBa B  uenax
npepocrasneHna O6LWecTBY TaKMX LOKYMEHTOB
n/van nupopmaumu;

3.7.1. request from the Participant documents and
information required by laws of the Russian
Federation, including those relating to combating
the legalization (laundering) of crime proceeds and
the financing of terrorism, and/or the Rules and
request that the Participant appear in person at the
office of the Company for the purpose of providing
the Company with such documents and/or
information;

3.7.2. TpeboBaTb OT Y4YacTHMKA NpeaocTaB/eHus
KOMWIN  UCXOAAWMX OT HEero  INEeKTPOHHbIX
OOKYMEHTOB Ha  OyMakHbIX HOCUTENnAx 3a
NoANUCbIO YYacTHMKa MM ero ynoaHOMOYEHHOro
nua;

3.7.2. request that the Participant provide paper
copies of the Electronic Documents sent by it signed
by the Participant or its authorized person;

3.7.3. NpMOCTaHOBUTb WM OTPAHUYUTL YUYACTHUKY
(Monb3oBatento J/inuHoro KabwuHeTta) gocTyn MAu
byHKUMOHan JlnyHOoro KabwHeTa B C/ledyrOLLMX
cayyvyanx:

3.7.3. suspend or restrict access or functionality of
the Client Portal for the Participant (Client Portal
User) in the following cases:




- NPV BO3HMKHOBEHUM CUTYaLUMUM, KoTopaa Mo
MHeHuto ObuiecTBa MOXeT nosJieyb 3a coboi
ywepb ana ObuwecTBa MAK YyaCTHMKa, B TOM
yncne npu  KomnpomeTauum 3N1EKTPOHHOM
nognucu wunn nopospeHun ObuwecTBa Ha

KomnpomeTaumto  3/1€KTPOHHOM noanucu
MNonb3osaTens JINuHoro KabuHeTa;

- npu HapyLUeHNU YYyacTHUKOM n/vinn
Monb3oBatenem JlnyHoro KabuHeTa

[encTByloLWwero 3akoHoaaTenbcTBa Poccuiickom
depepauun, MpaBun  UAKM  KaKoro-nubo
cornatlueHus, 3aK/I0YEHHOTO Mexay
Ob6uiecTBOM M YHaCTHUKOM;

- NPW HanpaBAeHWUM YUYACTHWKY UAWU MONyYeHun
OoT Y4yacTHMKa YyBeAOMMEHUA O HamepeHuu
pacToprHyTb [Jorosop;

- B WHbIX C/AyYanX, yCTaHOBAEHHbIX [pasunammu
WAW  COTNallEHMEM, 3aK/IOYEHHbIM MeXay
06uiecTBOM M YYaCTHMKOM, B paMKax KOTOPOro
ocyuiecTenserca DNEeKTPOHHbIM
[OKYMEHTO060pOT.

- if a situation arises that, in the opinion of the
Company, may result in damage to the Company
or the Participant, including in the event of a
Electronic Signature Leak or the Company's
suspects that the Client Portal User's Electronic
Signature has been leaked;

- the Participant and/or the Client Portal User
violates effective laws of the Russian Federation,
the Rules or any agreement between the
Company and the Participant;

- notice of intent to terminate the Agreement is
given to the Participant or is received from the
Participant;

- in other cases specified in the Rules or an
agreement made between the Company and
the Participant, under which the Electronic
Document Workflow is carried out.

3.7.4. 06ycnoBUTb BO3MOMKHOCTb WMCMOJIb30BaHUSA
HeKoTopbIX GYHKUMIA JInyHOro KabuHeta nocne
cosepLleHnn YyacTHMKOM (Monb3oBaTenem
JlnyHoro KabwuHeTa) onpeaeneHHbIX AeNCTBUM, B
ToOM 4yucne B JIMuHOM  KabuHete, nubo
npefocTaBNeHNn  onpedeNieHHbIX  [AO0KYMEHTOB
n/van nudopmaumu;

3.7.4. make the use of some functions of the Client
Portal contingent on the Participant (Client Portal
User) performing certain actions, including in the
Client Portal, or providing certain documents and/or
information;

3.7.5. oOTKasaTb B pernucTpaunmm B Ka4vecTse
Monb3oBatens JNinyHoro KabuHeTa mua,
yKasaHHoro YuactHuKom B Cnucke Monb3soBatenemn
JNInyHoro KabuHeta, AMBO NPUOCTAHOBUTL emy
poctyn B JIM4HbIA KabuHeT, B TOM uucne npu
HenpeaocTaBAeHUM  YUYACTHMKOM  JOKYMEHTOB,
NOATBEPXKAAIOLWNMX MOJHOMOYMA TaKOro Auua B
obbeme, AOCTAaTOYHOM AJ17 OCYLLECTB/IEHUS UM
nencrenii (onepaumit) B JInuHOmM KabuHerte.

3.7.5. refuse to register the person specified by the
Participant in the List of Client Portal Users as a Client
Portal User, or suspend its access to the Client Portal,
including if the Participant fails to provide documents
confirming the scope of authority of such person as
sufficient for it to perform actions (operations) in the
Client Portal.

3.8. O6wecTBoO 0653aHO:

3.8. The Company shall:

3.8.1. no nucbmeHHOMY 3anpocy Y4yacCTHUKa
npefocTaBAATb  emy KOMUU  UCXOAALUMX  OT
ObuwecTtBa DNEKTPOHHbIX  AOKYMEHTOB  Ha
B6yMaXKHbIX HOoCUTenAXx c noAnucbto
ynosHomouyeHHoro nuua O6buiectsa. 06uecTso
MMeeT npaBo noTpeboBatb OT  Y4YacTHWUKA
BO3MELLLEHMA PACXOA0B 3a NpefoCTaBAeHMNE KONKUiA

3.8.1. upon the written request of the Participant,
provide it with paper copies of the Electronic
Documents issued by the Company signed with the
signature of an authorized representative of the
Company. The Company may request from the
Participant reimbursement of expenses for providing




DNEKTPOHHbIX  [AOKYMEHTOB  Ha  BYMarKHbIX
HOCUTeNAX B pasmepe GpaKTMYECKM MOTpayeHHbIX
Ha UX U3roTOBNIEHME CPEACTB;

paper copies of Electronic Documents in the amount
of funds actually spent on making such copies;

3.8.2. He coBeplaTb AeNCTBUA, NpOTUBOPEYaLLUne

3.8.2. not to take actions that contradict the terms of

ycnoeusam  Mpasun M HaHocawme  yuwepb | the Rules and cause damage to the Participant.
YyacTHuKy.

3.9. YuacTHUK BNpase: 3.9. The Participant may:

3.9.1. 3anpawmnBaTb oT O6uwectea | 3.9.1. request that the Company provide paper

npefocTaBNeHne KOMui  UCXOZAWMX OT Hero
DNEKTPOHHbIX  AOKYMEHTOB  Ha  ByMaKHbIX
HOCUTENAX C MOAMMUCbIO YNOJHOMOYEHHOro AnLa
ObuiecTBa;

copies of the Electronic Documents issued by it
signed with the signature of the Company's
authorized representative;

3.9.2. Ha3HayaTb YNOJHOMOYEHHbIX YYaCTHUKOM
Amy, B KavectBe [Monb3osateneit  JIndHoro
KabuHerTa.

3.9.2. appoint persons authorized by the Participant
as Client Portal Users.

3.10. YuacTHUK 0b69a3aH:

3.10. The Participant shall:

3.10.1. no TpeboBaHuMo ObLWecTBa NPesOCTaBAATb
LOKYMEHTbI n/man MHbOopMaLMio,
3anpawmuBaemble Ob6LLECTBOM B COOTBETCTBUU C
3aKOHO4ATeNbCTBOM U/unu Npasunamu;

3.10.1. if so requested by the Company, provide
documents and/or information requested by the
Company in accordance with the law and/or the
Rules;

3.10.2. cobaopatb KoHpUaeHUManbHocTb Kntoua
3N1eKTPOHHOM nognucu n Koga noarsepaeHua u
obecneunTb ee cobnogeHue BCEMMU
Monb3oBaTtenammn JIMyHoro KabuHeTa. Y4YacCTHUK
HeceT BCe PWCKM HecobnlogeHMAa yKasaHHOM B
HacToAWEeM NoAnyHKTe 06A3aHHOCTU, B TOM Unc/e
PUCK BOSHUKHOBEHUSA Yy YYaCTHUKA YObITKOB B CBS3M

3.10.2. keep the Electronic Signature Key and the
Confirmation Code confidential and ensure that all
Client Portal Users keep the same confidential. The
Participant bears all the risks of non-compliance with
the obligation specified in this subparagraph,
including the risk of losses for the Participant in
connection with the Electronic Signature Leak that

¢ KomnpomeTtaumen 3snekTpoHHOM noanucy, | occurred through the fault of the Participant or the
npousoweawen no BuHe YdactHuka waum | Client Portal User;

MNonb3osaTena JINuHoro KabuHera;

3.10.3. He gonyckatb packpbitna, u/uam | 3.10.3. not allow disclosure and/or reproduction
BocnpomssedeHna, un/mam  pacnpoctpaHeHus | and/or dissemination of any information related to
nobon unHbopmaummn, cBAs3aHHOM C paboton | the operation of the EDW System and any other

Cuctembl 30, a TaK»Ke 10601 MHOM MHPOopMauuK,
KOTOpasA CTaHOBWUTCA AOCTYNHOM YYaCTHUKY M/uau
Monb3oBatento JiMyHoro KabwuHeTa BcnencTeue
paboTbl B JInuHOM KabuHeTe;

information that becomes available to the
Participant and/or the Client Portal User as a result of
working in the Client Portal;

3.10.4. He foNyCKaTb K TEXHUUYECKUM YCTPOMUCTBAM,
C MOMOLLbIO KOTOPbIX OCYLLeCTBAAETCA AOCTYN B
JInyHbIA  KabuHeT (nepcoHasbHbIM KOoMMblOTEP,

3.10.4. not allow persons, who are not Client Portal
Users, to access the technical devices that provide
access to the Client Portal (personal computer,
Mobile Device);




MobunbHoe yCTPOWCTBO), NUL, He ABAAILIMUXCA
MNonb3osaTtenamm JIM4HOro KabuHeTa;

3.10.5. He ponyckatb nepefayu TPeTbMM NMLAM
CUM-KapTbl, Ha KOTOpyto 3aperncTpmpoBaH Homep
MobunbHoro TenedoHa, a TakKe He nepeaaBaTb
TPETbMM NULAM NPaBa Ha Ucnoab3oBaHWe Homepa
MOBUIbHOTO TenedoHa (BO3MOKHOCTM
ncnonb3oBaHmMa Homepa mobunbHoro TenedoHa)
40 yBegomaeHna O6LLecTBa 0 TaKOM HAMEPEHNUN U
NPMOCTaHOBKe Ao0CTyna K JInyHomy KabuHety Ao
U3MeHeHuna ceefeHuii o Homepe mobunbHoro
TenedpoHa. lpu npekpawleHUM WUCNONb30BAHUA
MNonb3oBaTtenem JlnyHoro KabuHeTa
COOTBETCTBYHOLLEIO Homepa MOb6UABbHOTO
TenedoHa HelameaMTENbHO YBEAOMUTb 06 3TOM
O6uwecTBO M NPeaoCcTaBUTb UHGOPMALMIO O HOBOM
Homepe MObWbHOrO TenedoHa nytem
npegocTasneHns Hosoro Cnucka lMonb3osaTenei
JInyHoro KabuHera;

3.10.5. not allow the transfer to third parties of the
SIM card, to which the Mobile Phone Number is
registered, and also not to transfer to third parties
the rights to use the Mobile Phone Number
(possibility of using the Mobile Phone Number) until
the Company is notified of such intention and access
to the Client Portal is suspended prior to the change
of information about the Mobile Phone Number.
When the Client Portal User stops using the relevant
Mobile Phone Number, shall immediately notify the
Company thereof and provide information about the
new Mobile Phone Number by providing a new List
of Client Portal Users;

3.10.6. obecneunTb OTCYTCTBME f[OCTyna MU
MCNONb30BaHMA HEYNOJHOMOYEHHBIMU  INLLAMMU
3NeKTPOHHOM nNoYTbl, ABTOPW3OBaHHbLIN aapec
3N1eKTPOHHOM NOYTbl KOTOPOI YKa3aH B JJorosope o
npucoeguHeHuu;

3.10.6. ensure that unauthorized persons do not
have access to and use of e-mail, the Authorized e-
mail address of which is specified in the Accession
Agreement;

3.10.7. He BHOCUTb M3MeHeHUN B MobunbHoe
NPUNOXEHNEe W MCMNO/b30BaTb €ro TO/NbKO ANS
uenemn, onpeaeneHHbix NMpasunamu;

3.10.7. not make changes to the Mobile Application
and shall use it only for the purposes specified in the
Rules;

3.10.8. exkegHeBHO NpoBepATb JINUYHbIN KabUHET U
3NIeKTPOHHYIO MouYTy, ABTOPWM30OBAHHbLIA agpec
3/1eKTPOHHOM MOYTblI KOTOPOM YKa3zaH YYacTHUKOM
B Cnucke MNonb3osatenen JiInuHoro KabuHeta, Ha
npegmet nonyyeHma ot Oblectsa MHGopmaumuy,
yBEAOMNEHUN, OTYETOB, WHbIX COOOLLEHUN,
MMeLWwmx CylLecTBeHHOe 3HayeHue ana
Hagnexawero ucnoaHeHua [lpasua. Y4yacTHMK
HEeceT BCE PUCKM HecobogeHUs yKasaHHOW B
HacTosALWEeM NOAMNYHKTe 06A3aHHOCTK, B TOM Ync/e
PUCK BOSHUKHOBEHUSA Yy YYaCTHUKA YObITKOB B CBS3M
c HEeCcBOEBPEMEHHbIM O3HaKOM/IEHMEM c
Hanpas/ieHHbIMK OBLECTBOM YBEAOMAEHUAMMU;

3.10.8. check on a daily basis the Client Portal and e-
mail, the Authorized e-mail address of which is
indicated by the Participant in the List of Client Portal
Users, to see whether information, notices, reports,
other messages are received from the Company that
are essential for the proper compliance with the
Rules. The Participant bears all the risks of non-
compliance with the obligation specified in this
subparagraph, including the risk of the Participant's
losses due to untimely familiarization with the
notices sent by the Company;

3.10.9. uHdopmmposaTtb O6LWECTBO B MTUCbMEHHOM
BMAe WAM nocpeactBom JIMYHOro kKabuHeta 06
M3MEeHeHUn cBedeHut 06 YyacTHuKe u/uau
Monb3oBatene JIMyHoro KabuHeTa B TeuyeHue 1
(OpHoro) pabouyero JAHA C MOMEHTa TaKuX

3.10.9. inform the Company in writing or through the
Client Portal about changes in information about the
Participant and/or Client Portal User within 1 (one)
business day from the time of such changes, unless
other terms and method of notifying are provided for




M3MEHEHUIN, eCcin MUHble CPOKM U  crnocob
MHOpPMMpPOBaHUA He npeaycMoTpeHbl
[,0r0BOPOM, B paMKax  KoOToporo  6bian

npeanocrasaeHbl COOTBETCTBYHOLWME CBEAEHUA.

by the agreement, under which the relevant

information is provided.

3.11. Ecnv oTaenbHO He yKasaHo uHoe (B MNpasunax
300, cornaweHusx, B coobueHmnax Cuctemol 340
n ap.), B Cucteme 340 npumeHAETCA MOCKOBCKOE
Bpems.

3.11. Unless otherwise specified (in the EDW Rules,
agreements, messages of the EDW System, etc.),
Moscow time is used in the EDW System.

4. NopaaoK B3aumogeiictemua Obiectsa u
YyactHuKa B Cucreme 30. NpumeHeHue
dNeKTPOHHOU nognucw.

4. Interaction between the Company and the
Participant in the EDW System. Application of
Electronic Signature.

4.1. Ecam nHoe He ycTtaHosneHo lMpasuanamu 340,
B8 Cucrteme 340 ana noanncaHMA DNEKTPOHHbIX
LOKYMEHTOB MCNONb3yeTcA IIEKTPOHHAA NOAMUChH.

4.1. Unless otherwise provided for by the EDW Rules,
the EDW System uses an Electronic Signature to sign
Electronic Documents.

4.2. NMpucoeanHusluncb K lMpasuaam, YYacTHUK
npusHaeT cnegytoulee:

4.2. By acceding to the Rules, the Participant
acknowledges the following:

4.2.1. DNEKTPOHHbIN AOKYMEHT W/UAn  UHoe
coobleHue, noAnucaHHble n/nnéo
HanpaBAEHHble [Monb3oBatenem JlnyHoro
KabunHeTa nocne ero WaeHTudpuKaumm wu
AyTeHTUdMKaumMm B JIMYHOM KabuHeTe, cunTatoTcs,
COOTBETCTBEHHO, noAnMcaHHbIMM n/van
Hanpas/IEHHbIMU JaHHbIM Monb3oBaTenem

JlnuHoro KabuHeTa;

4.2.1. An Electronic Document and/or any other
message signed and/or sent by the Client Portal User
after its Identification and Authentication in the
Client Portal are deemed, respectively, sighed and/or
sent by such Client Portal User;

4.2.2. 3NEeKTPOHHbIN AOKYMEHT, MOoANMCaHHbIN

DNIeKTPOHHOM NoAMNMUCHIO n nepenaHHbIM
nocpeactsom  Cuctembl 300 B  nopagke,
npeaycMoTPeEHHOM Mpasunamuy, cymTaeTca

NOAMNUCAHHbIM MPOCTON 3/IEKTPOHHOM NOANUCHIO

4.2.2. The Electronic Document signed with the
Electronic Signature and transmitted through the
EDW System in the manner prescribed by the Rules is
deemed signed by a simple electronic signature of
the Client Portal User and/or the Company's

Monb3oBaTtens JlnyHoro KabuHeTa n/wnn | Authorized Representative;

YnonHomoueHHoro nvua Obliectsa;

4.2.3. DJNeKTPOHHbIN  AOKYMeHT  cuutaerca | 4.2.3. The Electronic Document is deemed properly
Hagnexawmm obpasom odopmneHHbIM npu | executed, provided that it complies with the laws of

YC/I0BUM €ro COOTBETCTBUA 3aKOHOAATENbCTBY
Poccuiickoit Penepauuu, Mpasuaam 1 OroBopam,
3aKNOYEHHbIM MexXay ObLecTBOM M YYacTHUKOM;

the Russian Federation, the Rules and agreements
made between the Company and the Participant;

4.2.4. DNeKTPOHHble AOKYMEHTbI, HanpaBAeHHble
nocpeactsom Cucrtembl 340 M nognucaHHble B
nopagKke, ycraHosneHHom [lpasunamu 310,
ABNAKOTCA NOA/IMHHbBIMMU 7 LEeNIOCTHbIMMU

4.2.4. Electronic Documents sent through the EDW
System and signed in the manner prescribed by the
EDW Rules are authentic and complete documents
issued by the Participant and/or the Company;




OOKYMEHTaMM, UCXOAALLMMMN OT YUacTHMUKa u/mnu
ObulecTsa;

4.2.5. JNeKTpOHHble AO0KYMEHTbl, B TOM 4ucne
odopmnstowme KaKyto-1nmbo CAENKY,
nognucaHHble  DNEeKTPOHHOW  MNoAMNUCbID U
HanpaBneHHble nocpegcteom Cuctembl 340,
yA0BNeTBOpAT TpeboBaHMAM MX COBEPLUEHMA B
NPOCTOM MUCbMEHHON GOpPME U UMEIOT Ty Ke
HOPUANYECKYIO CUAY, YTO U MAEHTUYHBIE NO CMbICTY
W coaepaHUIO AOKYMEHTbl Ha OymaxkHOM
HocuTene, nognucaHHble  COBCTBEHHOPYYHOM
noAnNucbio YY4acTHMKaA, U He MOTYT 6bITb OCNOPEHbI
TO/IbKO Ha TOM OCHOBaHMM, YTO OHM COBepLUEHbI B
3/1eKTPOHHOM BUAE;

4.2.5. Electronic Documents, including whereby any
transaction is formalized, signed with the Electronic
Signature and sent through the EDW System, meet
the requirements for entering thereinto in a simple
written form and have the same legal effect as paper
documents identical in meaning and content signed
with the Participant’s own signature, and cannot be
challenged solely on the grounds that they are made
electronically;

4.2.6. pWUCK HENpaBOMEpPHOro  NoAnMcaHuA
DNEeKTPOHHOro OOKYMEHTa DNIeKTPOHHOM
noanucbto Monb3osatena JlndyHoro KabuHeta
HeceT YYacTHWK, OT MMEHW KOTOPOro [AaHHbIM
OOKYMEHT noanucax;

4.2.6. the risk of unlawful signing of the Electronic
Document with the Electronic Signature of the Client
Portal User shall be borne by the Participant, on
whose behalf such document is signed;

4.3. Ko/nn4yecTBO 3K3eMnApPOB DAEKTPOHHOrO
[OKYMEHTa, B TOM 4MCAe BbINOJHEHHbIX Ha
MALUNHOYNTAEMbIX HOCUTENAX PA3/IMYHOTO TUMNA He
orpaHuyeHo. [pu 3Tom Bce  3K3emMnaApbl
DNEeKTPOHHOro OOKYMeHTa ABNAIOTCA
NoA/IMHHUKAMM [AHHOTO INEeKTPOHHOro
[OKYMEHTa, KpoMe C/ly4aeB, KOrga 3K3emnasap
COLEPKMUT OTMETKY O TOM, YUTO OH AB/IAETCA KOMUEN.

4.3. The number of copies of the Electronic
Document, including those made on machine-
readable media of various types, is unlimited.
Provided that all copies of the Electronic Document
constitute the originals of such Electronic
Document, except when the copy is marked as a

copy.

4.4, CunTaetcA, YTO NOAJMHHUK DEKTPOHHOrO
OOKYMEHTa He CYL,ecTBYeT, €CAM BbIMOJIHAETCA
O/ZIHO M3 CleayoLWunX YCI0BUN:

- Heé CyLlecTByeT HM O4HOI0 YYTEHHOTIO 06LLI,eCTBOM
aK3emMmnnAapa AaHHOro 3J'IeKTpOHHOI'O AOKYMEHTa U
BOCCTaHOB/1EHME €Ir0 HEBO3MOXKHO,

- He cyLecTByeT cnocoba ycTaHOBUTb NOAJIMHHOCTb
dneKTpoHHoM nognucu [Monb3osatens JinyHoro
KabvHeta un/uam  YNoNHOMOYEHHOro  /nua
Ob6uwiecTBa, KOTOPOMN NOANUCAH AAHHbIN OKYMEHT.

4.4. The original of the Electronic Document is
deemed non-existent if one of the following
conditions is met:

- no copy of such Electronic Document recorded by
the Company exists and it cannot be restored,;

- the authenticity of the Electronic Signature of the
Client Portal User and/or the Company's Authorized
Representative, who signed this document, cannot
be ascertained.

4.5. Konnuun dN1eKTPOHHOIro AOKYMEHTa MOryT 6bITb
M3roToBneHbl (pacneyaTaHbl) Ha OymarkKHOM
HocuTene M [O/KHbI OblTb  3aBepeHbl
COBCTBEHHOPYYHOKN NOAMUCHIO YNONHOMOYEHHOIO
nnua ObuiectBa. Konua INeKTPOHHOIo AOKYMEHTa
[O/IKHa o06A3aTeNlbHO coAep)KaTb OTMETKY 06
3TOM.

4.5. Copies of the Electronic Document may be
made (printed) on paper and must be certified by
own handwritten signature of the Company's
Authorized Representative. The copy of the
Electronic Document must necessarily contain a
note to that effect.




46. [na pabotel B JIM4HOM  KabuHeTe
Monb3oBaTenb JINYHOrO KabMHETa AO0MKEH NPONTH
npoueaypy NaeHtndukaumm n AyteHtndukaumm.

NaoeHTndmKaumn Monb3oBaTens JlnyHoro
KabuHeTa ocyLecTBaseTcA no ero
NoeHTMdMKaTOpy, KOTOPbLIA MOXKET OTAMYaTbCA
ana poctyna B JIMYHbIA KabuHeT nocpeacTBom
web-uHTepdelica n MobunbHOTO NPUIOKEHUA.

AyTeHTudMKauma MNonb3osartena JlnyHoro
KabuHeTa ocyllecTBaseTcA NyTemM MPOBEPKM
COOTBETCTBUA BBeAeHHOro MNonb3oBaTtenem
NlnuHoro KabuHeta [lapons Cco 3HAYeHUeM,
coxpaHeHHbIm B 6ase AaHHbIXx Cuctembl 40 ans
paHHoro lNonb3osartens.

Mpun npoxoxKaeHnn npoueaypbl AyTeHTUdUKALUK
AonoaHuTeNbHO Ha Homep mobunbHoro tenedpoHa
N ABTOPU30BAHHbIN aApec SNEKTPOHHON NOYTbI,
onpegeneHHble Cuctemon 30 Ha OCHOBaHWUM
yKasaHHoro WpaeHTuduKatopa, MOXKeT OblTb
oTnpasneHo WHdopmaumoHHOe cooblieHne ¢
Kogom noatBeprKAeHMA, KOTOPbIN O0MKeH ObiTb
BBeJEH B COOTBETCTByHOLLEe Mnosie NMpu Bxoge B
JInyHbIN KabuHeT.

4.6. To work in the Client Portal, the Client Portal
User must go through the Identification and
Authentication procedure.

The Client Portal User is identified using its Identifier,
which may differ for access to the Client Portal
through the web-interface and the Mobile
Application.

The Client Portal User is authenticated by matching
the Password keyed in by the Client Portal User
against the value stored in the EDW System database
for such User.

When carrying out the Authentication procedure, an
Information Notice with a Confirmation Code can be
sent additionally to the Mobile Phone Number or
Authorized E-mail Address determined by the EDW
System on the basis of the specified Identifier, which
Confirmation Code must be entered in the
appropriate field when logging into the Client Portal.

4.7. B oTHoweHun Kaxpgoro [lonb3osartens
JlnyHoro KabuHeTa, He ABAAOLLErOCs YYaCTHUKOM-
dunsnyeckmum MUoMm, YyacTHUK DONKEH
npeaoCcTaBnTb Obuwecrtsy OOKYMEHT,
noaTeepKaamolmnini  ero nosHomoumnsa. Ecam B
KauyecTBe TaKOro [JAOKYMEHTa MpenocTaBaseTca
[OBEPEHHOCTb, TO OHa MOMeT OblTb BblgaHa Mo
dopme, nNpPenycMOTPEHHOW COOTBETCTBYIOLMM
[,0r0BOPOM, 3aK/HOYEHHbIM Mexay ObliecTBom U
Y4YacTHMKOM, B pamMKax KOTOpOoro npeanosaaraerca
MUCNONb30BaTb DNEKTPOHHbIN JOKYMEHTOOHOPOT.

4.7. For each Client Portal User, who is not an
individual Participant, the Participant must provide
the Company with a document confirming its
authority. If a power of attorney is provided as such
document, it may be issued in the form provided for
in a relevant agreement made between the
Company and the Participant, under which the
Electronic Document Workflow is intended to be
used.

4.8. MNpwu paboTe B J/InuHOM KabuHeTe, B TOM Ymcne
npu  peructpauum  [lonb3osatena  JInyHoro
KabuHeta [Monb3oBatesb JIMYHOrO KabuHeTa
BBOAMT  Heobxoaumble  AaHHble,  KOTOpble
3anpawmuBaer Cuctema 340, Mcnonb3yA
OYHKLUMOHaNnbHble KHOMKW W NONA gas BBOAA
MHpopmaumn.

4.8. When working in the Client Portal, including
when registering the Client Portal User, the Client
Portal User enters necessary data requested by the
EDW System using the function buttons and fields
for entering information.

4.9. MNocpeactsom JInyHoro KabuHeta moryT 6bITb
noAnMCaHbl DNEeKTPOHHble OOKYMEHTbI,
pasmeueHHble B Cucteme 30 Obuwectsom mnu,
npuM  NpeaocTaBAeHUM  TaKoh  TEeXHUYECKOM

4.9. Electronic Documents placed in the EDW System
by the Company or, if such technical option is
activated by the Company, by the Client Portal User,
or generated by the EDW System in the course of the




BO3MOXHOCTM  Obwectsom,  [onb3osaTenem
NlnyHoro KabuHeta, AMb60 chHOpMMpPOBaHHbIE
Cuctemoirt 30 npu coeplieHnun MNonb3oBatenem
JlnyHoro kabuHeTa onepaumii B JIN4HOM KabuHeTe.

Kaxkaomy DNEeKTPOHHOMY [AOKYMEHTY, a ec/u
JNEeKTPOHHbIe AOKYMEeHTbl 0b6beauHeHbl B MakeT
DNEKTPOHHbIX OOKYMEHTOB, TO AaHHoMmy [lakeTy

Client Portal User performing operations in the Client
Portal, can be signed through the Client Portal.

Each Electronic Document, and if the Electronic
Documents are combined into an Electronic
Documents Pack, such Electronic Documents Pack is
assigned a unique number.

DNeKTPOHHbIX OOKYMEHTOB npuceanBaeTca
YHWUKaNbHbIN HOMep.
4.10. Mepen noanucaHMem  InektpoHHoro | 4.10. Before signing an Electronic Document, the

AOKYMeHTa YYacTHWUK 0653aH 03HAaKOMMUTLCA C HUM
M BbITb COTNACHBIM C €0 COAepP*KaHUEM B MOSTHOM
obbeme. YYacTHMK He BMNpaBe nNpeabABAATb
NPeTeH3MM K  COAEPXaHUID  DNEKTPOHHOro
[OOKYMEHTa MOocC/ie ero NoAnucaHus.

lNocne npoBepkM coaepKaHUA DNEKTPOHHOro
AoKymeHTa [losb3oBatenb JIMYHOro KabuHeTa
MHULUMWPYET npouecc ero nognucaHva wu
HanpasnfeT 3anpoc Ha nonaydvyeHne Kopa
NoATBEPXAEHUA.

Participant shall familiarize itself with it and agree
with its content in full. The Participant may not make
claims as to the content of the Electronic Document
after its signing.

After checking the content of the Electronic
Document, the Client Portal User initiates the
process of its signing and sends a request to receive
the Confirmation Code.

4.11. Ecnn Mpasmnammn 30 He npeayCMOTPEHO
MHOE noAnucaHue DNEeKTPOHHOro AOKYMEHTa
Nonb3oBaTenem JlnyHoro KabuHeTa
OCYLLECTBNAETCA C NOMOLLbIO K/toua 3/1eKTPOHHOM
nognucu n Koga nogreepKaeHua, Noay4eHHOro B
Buae NHdopmaumoHHoro coobueHus "
BBeAEHHOro B cooTeeTcTBylolwee noae B JIMYHOM
KabuHeTe.

4.11. Unless the EDW Rules provide otherwise, the
Electronic Document is signed by the Client Portal
User using the Electronic Signature Key and the
Confirmation Code received in the form of an
Information Notice and entered in the appropriate
field in the Client Portal.

4.12. Ecan Mpasmnammn 300 He npeaycMOTPEHO
MHOE noAnucaHue DNIEKTPOHHOIrO AOKYMEHTA
MNonb3oBaTenem JlnyHoro KabuHeTa
OCYLLECTB/IAETCA C NOMOLLbIO K/toya 3/1eKTPOHHOM
noanucu n Koga noarsepKaeHns, Noay4eHHOro B
Bnae NHdopmaumoHHoro coobueHus 7
BBEZEHHOro B COOTBETCTBYIOWEE noae B JIMYHOM
KabuHerTe.

4.12. Unless the EDW Rules provide otherwise, the
Electronic Document is signed by the Company's
Authorized Representative using the Electronic
Signature Key and the Confirmation Code received
in the form of an Information Notice and entered in
the appropriate field in the Admin Section of the
EDW System.




4.13. O6uwectBo obecneumBaeT  ¢uUKcaUMIO
¢aktoB  oTnpasku [Monb3oBatento  JIn4Horo
KabuHeTa Kogos noatsep:aeHuA. OakT oTNpaBKu
CMC-yBegomneHunsa noareepxKaaerca
petanusaumein CMC-ysegomnenuma (MHPopmaLmn
0 pate u BpemeHu otnpaskn CMC-ysegomneHus,
TEeKCT oTnpaBneHHoro CMC-yBegomneHusa). dakr
oTnpasku MYLU-yBegomneHuii n cooblieHnn Ha
ABTOPM30BaHHbIA aapec 3NEKTPOHHOW NouYThI,
noaTeepxpaercA uHpopmaument o pgate M
BPEMEHM OTNpaBKM COOBLLEHMA U TeKCTOM
OTNPaBAEHHOIO COObLLEHUS.

4.13. The Company procures that record of facts
of sending Confirmation Codes to the Client Portal
User is kept. The fact of sending an SMS notification
is confirmed by the details of the SMS notification
(information about the date and time of sending the
SMS notification, the text of the sent SMS
notification). The fact of sending PUSH-notifications
and messages to the Authorized E-mail Address is
confirmed by information about the date and time
of sending the message and the text of the sent
message.

4.14. Mo TpeboBaHuto Ob6WecTBa, B TOM 4ucne
nytem pasmeweHna B Cnucteme 310 DNeKTPOHHbIX
OOKYMEHTOB OoTAefibHbiMK daliiamu, AOKYMEHTbI
U/MAM  NPUNOXKEHUA K HUM NOAMNUCHIBAOTCA
Monb3oBaTenem JlnyHoro KabuHeTa no
OTAE/IbHOCTU KaK CamMOCTOATE/IbHbIE INEKTPOHHbIe
OOKYMEHTbI.

4.14. If so requested by the Company, including by
placing Electronic Documents in the EDW System as
separate files, documents and/or attachments
thereto are signed by the Client Portal User
separately as independent Electronic Documents.

4.15. Echu nHoe He ycTaHosneHo lNpasunamu 340
ONA DNEeKTPOHHbIX  [AOKYMEHTOB  NpU  UX
pasmeweHnn Obwectsom B Cucteme 30, a TaKkxKe
npu nNoAMMCaHUM  YNOJHOMOYEHHbIM  JINLLOM
Obuwecrsa wu/uan MNonb3osatenem  JIMyHoro
KabuHeTa, cos3pgatoTca (reHepupytotca) Xeww,
ABNAIOWMECA  YHUKANBbHBIMM  ONA  Ka)KAoro
DNeKTPOHHOro AokymeHTa (MakeTa INeKTPOHHbIX
OOKYMEHTOB).

4.15. Unless otherwise specified in the EDW Rules for
Electronic Documents in the event they are
deposited by the Company in the EDW System and
signed by the Company's Authorized Representative
and/or the Client Portal User, Hashes are created
(generated) that are unique for each Electronic
Document (Electronic Documents Pack).

4.16. [oanuCaHHbIN DNEKTPOHHbIN  OOKYMEHT
COLEPKUT MHbOPMaUmio, NMO3BONAIOLLYHO
YCTaHOBUTb muo, nognucasliee n/mnn
OTNpaBuBLUEE AaHHbIN DNEKTPOHHbIN [OKYMEHT
nocpeacreom Cuctembl 3[0. B KayecTBe TaKoM
MHOOPMaLMKN MOKET BbICTynaTb MaeHTudukatop,
bammana, UMA 1 0TYECTBO (NpPK Hanuuum), u/munm
WHOMW  MNPU3HAK, MNO3BOAAIOWMA  [AOCTOBEPHO
onpefenuTtb  AnUUQ, nognucasliee n/mnn
oTnpaBmBLUee DNEKTPOHHbIA AOKyMeHT. [aHHasA
MHOOPMALMA MOXKET BKIOHATLCA B DIEKTPOHHbIN
OOKYMEHT  aBTOMATM4YECKM  Ha  OCHOBAHWUM
06paboTkn B Cucteme 340 Kntoua 3/1eKTPOHHOM
noanucum nmua, nognucasLero n/mnn
OTNpaBmMBLUEro INEeKTPOHHbIN JAOKYMEHT.

4.16. The signed Electronic Document contains
information allowing one to identify the person, who
signed and/or sent this Electronic Document via the
EDW System. Such information may be the Identifier,
surname, name and patronymic (if any), and/or any
other thing that enables one to reliably identify the
person, who signed and/or sent the Electronic
Document. This information may be included in the
Electronic Document automatically based on the
processing in the EDW System of the Electronic
Signature Key of the person, who signed and/or sent
the Electronic Document.

4.17. C MomeHTa noAanucaHua INEKTPOHHOro
AOKyMeHTa YNOJAHOMOYEHHbIM nuuom Obuiectsa
mnn lonb3osatenem JinyHoro KabumHeTa OH

4.17. From the time the Electronic Document is
signed by the Company's Authorized Representative




CTaHOBUTCA oOpUANYECcKH o6s3bIBatOLLNM,
cooTBeTcTBeHHO, anAa ObuwectBa wan  ans
YyacTHuKa.

or the Client Portal User, it becomes legally binding
on the Company or for the Participant respectively.

4.18. JNEeKTPOHHbIA OOKYMEHT MNpoBepsaeTcs Ha
cobniogeHne TpeboBaHUM K MOpPAAKY ero
nognucaHus, YCTaHOB/IEHHbIX Mpasunamum.
DNEeKTPOHHbIN AOKYMEHT NOANEXUT AdasibHelleln
06paboTKke W WCMONHEHWUIO TONBKO B Clyvae
NONOKUTENBHOTO pe3ynbTaTta NpoBepKu
NoA/IMHHOCTU DNEKTPOHHOM Noanucu.

MoAMHHOCTb DNEeKTPOHHOM noanucu B

INEeKTPOHHOM AOKYyMeHTe cumnTaerca
NoATBEPKAEHHOM npu 04HOBPEMEHHOM
cobnoaeHnu cneayowmx YC/IOBUIA: 1)

nognucaHMe OAHHOro DNEKTPOHHOro AOKYMEHTa
npou3BeAeHO COOTBETCTBEHHO [lonb3oBatenem
JNinyHoro KabuHeta nam YNosIHOMOUYEHHbIM NLOM
ObuiecTBa nocse NPOXOXAEHMA WM YCNewwHoMn
AyteHTuduKaumm ©n  2) BBedeHHbI  Kog
NnoATBEPXKAEHMA NPU NOANUCAHUN DNEKTPOHHOIO
OOKYMeHTa COOTBETCTBYET OTNpaBAEHHOMY ANA
aTuX Lenei Kogy noaresepaeHus.

4.18. An Electronic Document is verified for
compliance with the requirements for the procedure
of signing the same specified in the Rules. The
Electronic Document is subject to further processing
and execution only in case of a positive result of the
verification of the Electronic Signature.

Authenticity of the Electronic Signature in an
Electronic Document is deemed to be confirmed if all
of the following are met at the same time: 1) this
Electronic Document was signed respectively by the
Client Portal User or the Company's Authorized
Representative after successful Authentication, and
2) the Confirmation Code entered when signing the
Electronic Document matches the Confirmation Code
sent for these purposes.

4.19. Ecam npoBsepka NoA/IMHHOCTH
INEeKTPOHHOM NOANMCHK MOKa3ana oTPULATENbHbIN
pe3ynbTaT, TO DNEKTPOHHbIA [AOKYMEHT He
CYMTAETCA  MNOAYYEHHbBIM WU He  NOSNEXMUT
hanbHenwen o6paboTKe N UCMOSTHEHMIO.

4.19. If the verification of the Electronic Signature
has shown a negative result, the Electronic
Document is not deemed received and is not subject
to further processing and execution.

4.20. CraTtyc DNEeKTPOHHOro OOKYMeHTa
oTobparkaetcs B Cucteme 340 U MmoOXKeT 6bITb
npocmoTpeH B aoboe Bpema [lonb3osaTenem
JInyHoro KabuHeta M YNONHOMOYEHHbIM NLLOM
ObuiecTsa.

4.20. The status of the Electronic Document is
displayed in the EDW System and can be viewed at
any time by the Client Portal User and the Company's
Authorized Representative.

4.21. OgHoli NPOCTON INEKTPOHHOW MOoAMNUCHIO
MOXeT ObITb noanucaH [lakeT DNeKTPOHHbIX
OOKymeHTOB. [lpyM noAnuMcaHuM INEeKTPOHHOM
nognucbto lNakeTa INEKTPOHHbIX LOKYMEHTOB
KaXKabl M3 DNEKTPOHHbIX OKYMEHTOB, BXOAALLMX
B HEro, CcYMTaeTca MoAMNUCaHHbIM  MPOCTOM
DNIeKTPOHHOM NoANUCHIO.

4.21. One simple Electronic Signature can be used to
sign an Electronic Documents Pack. When signing the
Electronic Documents Pack with the Electronic
Signature, each of the Electronic Documents included
therein is deemed signed with the simple Electronic
Signature.

4.22. Y4acTHMK, 3aknoums [orosop, npusHaer
BbINMUCKM U3 3NEKTPOHHbIX ¥YPHAN0B PErnCTpaLLmUm
cobbITui (nor-gaiinos), noAnucaHHble
YNONHOMOYEHHbIM oM ObuiecTBa, B KadecTse
[,0Ka3aTeNbCTBa, NPUrOAHOMO U A0CTaTOYHOro ANA
npeabABAEHUA B C/ly4ae BO3HUKHOBEHWA CMOPHOM

4.22. Having entered into the Agreement, the
Participant recognizes extracts from electronic event
logs (log files) signed by the Company's Authorized
Representative as evidence suitable and sufficient for
presentation in the event of a dispute, including
when considering a dispute in an arbitration court




cUTYaumK, B TOM Y1CAe NP PacCMOTPEHUM cnopa B
TpeTtelickom cyae (cype), baHke Poccun, B UHbIX
opraHusaumax n/uamM opraHax rocyAapcTBeHHOM
BNACTU NPU paspeleHUn KOHOANKTHBIX CUTyaLuii
n/vMAn cnopos, NOATBEPHKAAIOLLETO, B TOM YMC/IE:

- @akT  nonyyeHma  MAM  He
ObuwectBom  Aa@HHbIX, B
NepCcoHanbHbIX AaHHbIX U3 ECUA;

nonyyeHuAa
TOM yucne

- ¢aKT, paTy, Bpemsa pocTyna [Monb3osaTens
JNlnyHoro KabuHeTa K JIMuHOMy KabuHeTy;

- dakT, gaty, Bpems nognucaHua INeKTPOHHOro

[OKYMEHTA, a TaKxe coBepLleHun
nocpeacTsom NCNONb30BaHUSA JNlnuHoro
KabuvHeTa WHbIX [OelCTBUN, BO3MOMKHOCTb
CcoBepLIeHUs KOTOPbIX npeaycMmoTpeHa

Mpasunamm u/man yHKUMOHaNom JIMYHoro
KabuHeTa;

- cofepXaHue  DNIeKTPOHHbIX  [OKYMEHTOB,
pa3mellleHHbIX B JIMUHOM KabuHeTe, U uX
cTaTtyc;

- daKT OTNpPaBKM n
NHbOpMaUMOHHBIX COOBLLEHNTA.

cogepraHue

(court) , the Bank of Russia, in other organizations
and/or public authorities when resolving conflict
situations and/or disputes, confirming, among other
things:

- the fact of receiving or not receiving data by the
Company, including personal data from the USIA;

- the fact, date, time of access of the Client Portal
User to the Client Portal;

- the fact, date, time of signing the Electronic
Document and performing other actions through
the use of the Client Portal, the possibility of
which is provided for by the Rules and / or the
functionality of the Client Portal;

- the content of the Electronic Documents placed in
the Client Portal and their status;

- the fact of sending and the content of Information
Notices.

5. OcobeHHOCTM paboTbl B J/IMuHOM KabuHete
nocpeacTBOM MCNO/b30BaHMA Mo6uibHOro
NPUNOKEHUA.

5. Specifics of working in the Client Portal through
the use of the Mobile Application.

5.1. B uenax npegocraBneHma goctyna K JinyHomy
KabuHety [Monb3oBatento JInyHoro KabuHeTa
YuyacTHMK Hanpasndet O6wecTsy B NMUCbMEHHOM
Buae Cnucok MNonb3osaTtesnelt JInyHoro kabuHera.

Cnucok Monb3oBatenelt /IMUHOro KabuHeTa MoKeT
He npenocTaBAATbCA YYACTHUKOM, ABAAKOLWMMCA
bM3nMYeCKUM NLOM, NpPU  YCNOBUWM, UYTO OH
ABnAeTcA €0MHCTBEHHbIM MNonb3oBatenem
JlnyHoro KabuHeTa M HeobxoanmMasa MHPopMaLmA
nmeetcs y ObuiecTBa, B TOM uncne bblia paHee
npegocrasneHa YyacTHMKom O6uiectsy npu
3aKknoveHmMn  [loroBopa, M OHa  ABAAeTCA
aKTyasIbHOM.

5.1. In order to provide access to the Client Portal to

the Client Portal User, the Participant sends the List
of Client Portal Users to the Company in writing.

The Participant that is an individual is entitled not to

provide the List of Client Portal Users if such
individual is the only Client Portal User and the
Company has all the necessary information, including
information that was provided at the time of the

Agreement execution, if still relevant.

5.2. [ina peructpaunm [llonb3oBatenb JIMYHOro
KabuHeTa [OO/IKEH WCNoAb30BaTb B KayecTBe
NaeHTndumkaTtopa Homep mobumabHoro tenedoHa u
cBon daMUANIo, UMA M OTYECTBO (NpU Hanuumuu),
yKasaHHble Y4yacTHMKom B Cnivcke MNonb3oBaTenei
JNInyHoro KabuHeTa.

5.2. To register, the Client Portal User must use as an
Identifier the Mobile Phone Number and its last
name, first name and patronymic (if any), indicated
by the Participant in the List of Client Portal Users.




5.3. Peructpaumto B  JInyHOM  KabuHeTe
Monb3oBaTenb JIMuHOro KabuHeTa ocyuwiecTBaseT
camocroaTenbHo. B atux uenax [Monb3osatenb
NnyHoro KabuHeTa DONIKeH cnepoBaTtb
WMHCTPYKLMAM, KoTopble byayt emy
npeaocTaBnaTbca B MoOBUABHOM NPUNOKEHUM NPU
€ro 3anycKe nocne yCTaHOBKMU.

5.3. The Client Portal User shall on its own register in
the Client Portal. For these purposes, the Client
Portal User must follow the instructions that will be
provided to it in the Mobile Application when it is
launched after installation.

5.4. VYkasbiBaa npu peructpaumm B JIM4HOM
KabuHetre Homep mobunbHoro TenepoHa MU
NpPoAO/IXKaA  PErncTpaumio,  cYMTaeTca,  4To
Monb3oBaTenb JIn4HOro KabuHeTa cornalaeTca Ha
nonyyeHme CMC-coobOLWEHMIA HA YKA3aHHbIN MM
Homep mobunbHoro tenedoHa.

5.4. By indicating the Mobile Phone Number during
registration in the Client Portal and continuing the
registration, the Client Portal User is deemed to
agree to receive SMS messages to the Mobile Phone
Number specified by it.

5.5. llocne 3aBepweHnA perncTpaumm u npu
YCNIOBUM NpPefoCcTaBieHNAa Bcex Heobxoanmblix
LOKYMEHTOB, B TOM 4MCNe YKasaHHbiX 8 M. 4.7
Mpasun, Monb3zosatens J/IMuHOro KabuHeta nocne
npoxoxaeHua AyTeHTMOUKALMM WMMeeT npaso
nonb3oBaTbcA JINYHbIM KabnHeTOM.

5.5. After completion of the registration and subject
to the provision of all necessary documents, including
those specified in clause 4.7 of the Rules, after
passing the Authentication the Client Portal User may
use the Client Portal.

5.6. [lonb3oBatenb JIM4yHOro KabuHeTa B
HacTponKax MOBUABHOIO MNPUAOKEHUA MOXKET
aKkTMBMpoBaTb OYHKUMIO «Bxoa no oTnevatky
nanbua»/«Bxoa npu nomolum Face ID»/«Bxoa npu
nomouwm NMNH-koga» nnMbo BXoA, C NOMOLLbIO MHOTO
meToZla, peanusoBaHHoro B Mob6UIbHOM
NPUNOXKEHUU U NoaaeprKuBaemoro MobuabHbIM
YCTpOIACTBOM. YKa3aHHaA GyHKUNA NPUMEHAETCA B
uenax [,0NONHUTEIbHOM 6e3onacHoOCTH
MCMOJIb30BaHUA MobunbHOro  NPUONKEHUS,
HeAoNyLWeHMA HECAHKLMOHMPOBAHHOTO A0CTYNa K
HemMy TpeTbuMX AuL, a TaKXKe [aa [ocTyna B
MobunbHoe NpUIO}KeHNe nocne paHee
npoBeAeHHON npoLeaypbl AyTeHTUDUKaLMK.

YUacTHMK  yBeAOMAEH, 4YTO  WCNOJb30BaHue
YKa3aHHOM B HacToAwemM MyHKTe ¢YHKUUKM He
ABnAeTcA 3ameHon MaeHTuduKatopa w/mam
Mapona n MoXeT MCNONb30BaATbCA TONIbBKO MNpwU
ycnosuun AyteHTndumKaumm MNonbsosaTensa JiInuHoro
KabuHeta B JIMUHOM KabuHeTe Ha MobunbHom
YCTPOICTBE, C KOTOPOrO OCYLLECTBAAETCA BXOA,.
YUacTHUKY  M3BECTHO O TOM, 4TO  nNpwu
MCNONb30BaHMUM YKa3aHHOW B HACTOALLEM MYyHKTE
oyHKuMn  MNonb3oBaTens JIMyHOro  KabuHeta
cymTaeTca npoweawum  AyTeHTUOMKaumioo B
JIndHOM KabuHeTe, B TOM 4MC/ie MPU 3aKPbITUK
MobunbHoro npuaoxKexHua. B stom ciayyae ana

5.6. The Client Portal User can activate in the Mobile
Application settings the "Fingerprint Login"/"Face ID
Login"/"PIN Code Login" function or login using
another method implemented in the Mobile
Application and supported by the Mobile Device. This
function is used for the purpose of additional security
of using the Mobile Application preventing
unauthorized access to it by third parties and for
access to the Mobile Application after the previously
performed Authentication procedure.

The Participant is notified that the use of the function
specified in this clause is not a substitute for the
Identifier and/or Password and can be used only if
the Client Portal User is Authenticated in the Client
Portal on the Mobile device, from which it logs in. The
Participant is aware that when using the function
specified in this paragraph, the Client Portal User is
deemed to have passed the Authentication in the
Client Portal, including when closing the Mobile
Application. In such case, in order to terminate access
to the Client Portal based on the previously
performed Authentication, the Client Portal User
must log out of the Client Portal using the service
menu in the Mobile Application.

The Participant undertakes to ensure the
confidentiality of information about the methods of
logging into the Client Portal used by the Client Portal




npekpaweHna poctyna B JIMYHbIA KabuHeT Ha
OCHOBaHWM paHee Npou3BeeHHOM
AyTeHTMdUKaunm MNonb3osaTtenb JlnyHoro
KabWHeTa JOMKEH OCYLLEeCTBUTL BbIXOA U3 JIMUHOrO
KabuHeTa, WCNOAb3yA CEPBUCHOE MEHK B
Mo6UNBHOM MPUNONKEHMUM.

YUacTHUK obasyeTcs obecneuntb
KOHPUAEHLMANbHOCTE MHGOPMALMM O MeToaax
BX04a B JIMYHbIM KabuHET, MCNoab3yembix
Monb3oBaTesemM JINMHOrO KabuHeTa AN JOCTyNa K
Mob6UAbHOMY MPUNOMKEHUIO, U HECET BCE PUCKM
He61aronpuATHLIX NOCNEACTBUI MPU HapyLWeHUn
AaHHOW 06A3aHHOCTW.

User to access the Mobile Application and bears all
the risks of adverse consequences in case of violation
of this obligation.

5.7. WUHdopmaumoHHble coobuieHna B dopme
MYLW-coobuweHnin Hanpasaatotca [lonb3oBaTento
NlnyHoro KabuHeTa nNpu  yCAOBUMM BKAKOYEHMA
OaHHOM GYHKUMM B MOBUMABHOM MNPUNOKEHUN.
MonyyeHue [MMonb3oBatenem JIMYHOro KabuHeTa
MNYLW-coobuweHnint o3HayaeT, YTO OH MOAKAHYUYUA
OAHHYIO QYHKLMIO M COFNAcMICA Ha MNoayyYeHue
Takux MHOpMaUNOHHbIX COOBLLEHUA.

Ona oTkasa oT nonyyeHusa MYLI-coobuieHni
Monb3oBaTento JInuHoro KabuwHeTa Heobxoanmo
OTKNOUYNTb B MOBUABHOM MPUAOKEHUN AAHHYIO

bYHKLMIO.

5.7. Information Notices in the form of PUSH
messages are sent to the Client Portal User, provided
that this function is enabled in the Mobile
Application. The receipt by the Client Portal User of
PUSH messages means that it has activated this
function and agreed to receive such Information
Notices.

To stop receiving PUSH messages, the Client Portal
User must disable this function in the Mobile
Application.

5.8. O6uwecTBO He HeceT OTBETCTBEHHOCTM 3a
HapylweHune obA3aTeNbCcTs, Bbl3BaHHOE cbosAmM B
pabote AuHWIA cBASM u/uanm  obopyaoBaHuA
nposaiaepa.

5.8. The Company is not responsible for violation of
obligations caused by failures in the operation of
communication lines and/or equipment of the
provider.

5.9. TlloanucaHve DAEKTPOHHbIX AOKYMEHTOB
ocyLecTBAAeTCA o NCNo/Ib30BaHMEM
GYHKUMOHANbHbBIX KHOMOK WU CneLManbHbix nonemn
Ana  BBOZA WHOOPMaUMKM, peasin30BaHHbIX B
Mo6UNBHOM MPUNONKEHMUM.

5.9. The Electronic Documents are signed using
function keys and special fields for entering
information implemented in the Mobile Application.

5.10. T[lognucavue [onb3osatesnem JIMYHOro
KabuHeTa B pamKax oOKasaHus ObwectBom
YUYacTHMKY YyCayr Ha pblHKE UeHHbIX 6ymar,
Npon3BOAHbIX GUHAHCOBLIX WMHCTPYMEHTOB W Ha
Ba/IlOTHOM pbIHKE (INEKTPOHHble MopydYeHus)
DNIeKTPOHHbIX [AOKYMEHTOB pacnopaanTesnibHoOro
XapaKTepa MOXKeT He CONPOBOXAaTbCA CO34aHNEM
(reHepaunen) Xewen.

Kog, NoATBEpPKAEHMUA, HanpaBAeHHbI1
Monb3oBaTtento JIMyHOro KabuHeTa B TeKcTe
NHpopmaLMOHHOro coobuieHnn, M BBEAEHHbIN

5.10. The signing by the Client Portal User as part of
the provision by the Company to the Participant of
services in the securities market, derivatives market
and in the foreign exchange market (Electronic
Orders) of Electronic Documents-orders may be not
accompanied by the creation (generation) of Hashes.

The Confirmation Code sent to the Client Portal User
in the text of the Information Notice and entered
when signing the Electronic Document is recognized
as equivalent to own handwritten signature of the
Client Portal User. The Participant and the Company




npyv MNOAMUCAHUM DAEKTPOHHOTO AOKYMEHTa,
npusHaeTca aHasorom cobCcTBEHHOPYYHOM
noanucu  MNonb3oBatens JluyHoro KabuHeTa.
YyacTHUK 1M O6LWecTBO NPU3HAOT NOAMUCAHHbIN
TaKMM  CNocoboM  INEKTPOHHbLIM  AOKYMEHT
PaBHO3HAYHbIM LOKYMEHTY C COBCTBEHHOPYYHOM
noanucoto MNonb3osatens JIM4HOro KabuHeTa,
COCTaB/IEHHOMY Ha ByMa)KHOM HocuTe e,

recognize the Electronic Document signed in such
way as equivalent to a document with a handwritten
signature of the Client Portal User drawn up on

paper.

6. OcobeHHOCTM paboTbl B J/IMuHOM KabuHete
nocpeacTsom ucnonb3oBaHua web-uHrepdeiica.

6. Specifics of working in the Client Portal using
the web interface.

6.1. B uenax npegocraBneHma goctyna K JinuHomy
KabuHeTry  YuyacTHMK  coobwaetr  Ob6uwecTsy
nepeyeHb vy, KOTOPbIM HeobxoaMmo
npesocTaBuTb TaKoM JOCTyN.

6.1. In order to provide access to the Client Portal,
the Participant informs the Company of the list of
persons who need to be granted such access.

6.2. ObwectBo peructpupyet Kaxkgoro
Monb3oBaTtena J/inyHoro KabuHeta B Cnucreme 340
M npuceamsaeT um JlormHbl [llonb3oBaTensa
JInyHoro KabuHeta. WUHbopmauma o JlormHax
Monb3oBaTenein JinuHoro KabuHeTa HanpasaAOTCA
YyacTHUKy ans coCTaBNeHMA Cnucka
Monb3oBaTene JInuHoro KabuHeTa M nepegauu
ero B ObuecTs0.

6.2. The Company registers each Client Portal User in
the EDW System and assigns to them Client Portal
User Logins. Information about Client Portal User
Logins is sent to the Participant to draw up the List of
Client Portal Users and transfer it to the Company.

6.3. MNocne nonyyeHns ot ObuectBa cBeAEHUN O
JlornHax Y4yacTHWK cocTaB/iseT B MUCbMEHHOM
Buae Cnucok MNonblosatenen J/IMYHOro KabmHeta u
nepepnaet ero O6uecTsy.

B Cnucok [MMonb3oBateneit JindyHoro KabuHeTa
MOXeT He  BK/AYaTbcA  MHboOpmauma  ob
YyacTHUKe, aBaAoLWeMcA GU3UYECKUM INLOM, NpU
YCNOBUM, YTO YTO OH ABAAETCA eAMHCTBEHHbIM
Monb3oBaTenem JlnyHoro KabuHeTa "
Heobxoanmas nHbopmaumsa nmeetcs y Obuiectsa,
B TOM u4ucne Oblla paHee npenocTaB/ieHa
YyactTHMKom  Obwectsy  NpuM  3aKAOYEHUU
[JoroBopa, 1 OHa ABAAETCA aKTyaIbHOW.

6.3. After receiving information about Logins from
the Company, the Participant shall draw up the List
of Client Portal Users in writing and transfer it to the
Company.

The List of Client Portal Users may not contain
information on the Participant that is an individual if
such individual is the only Client Portal User and the
Company has all the necessary information, including
information that was provided at the time of the
Agreement execution, if still relevant.

6.4. Mocne nonyyeHma Cnucka [Monb3oBatenen
NlnyHoro  KabuHeta JlorumHbl  [osb3oBaTens
JNlnyHoro KabuHeTa HanpasaatoTca ObuwecTBom B
3N1IeKTPOHHOM BMAe Ha ABTOPU30BAHHLIN agpec
3/IEKTPOHHOM noyThbI COOTBETCTBYIOLLErO
Monb3oBaTens JInyHoro kabuHera.

6.4. After receiving the List of Client Portal Users, the
Client Portal User Logins are sent by the Company in
the electronic form to the Authorized E-mail Address
of the respective Client Portal User.

6.5. NMonb3oBaTenb JInuHoro KabuHeTa Npm Nnepsom
BXxo4e B JIMYHbIN KAabWHET C WCNOJIb30BaHUEM
npucsoeHHoro emy JlormHa [lonb3oBaTenA

6.5. The Client Portal User, upon first logging into the
Client Portal using the Client Portal User Login
assigned to it and the Authorized E-mail Address, sets




NlnyHoro KabuHeta M ABTOPM30BAHHOIO ajpeca
SNEKTPOHHOW NOYTbl YyCTaHaBAuBaeT [laposb.
Mocne ycraHoBKM [lapona w“ npu  ycnoBum
npesocTaBNEeHNA BCEX HEOOXOAMMbIX LJOKYMEHTOB,
B TOM 4uCne VyKasaHHbix B n. 4.7 [pasun,
Monb3oBaTenb  JlnyHoro  KabuHeta  nocne
AyTeHTUdMKaLMM MMeeT NpaBo M0J/Ib30BaTbCA
JIn4HbIM KabuHeToM.

a Password. After setting the Password and subject
to the provision of all necessary documents, including
those specified in clause 4.7 of the Rules, the Client
Portal User has the right to use the Client Portal after
Authentication.

6.6. [loanucaHne DAEKTPOHHbIX AOKYMEHTOB
ocyLecTBAeTCA o NCNo/Ib30BaHMEM
GYHKUMOHANbHbBIX KHOMOK WU CneLuManbHbix nonemn
Ana BBoAa MHPOpMaLMK, peann3oBaHHbIX B web-
nHTepdelice JinyHoro KabuHera.

6.6. Electronic Documents are signed using function
keys and special fields for entering information
implemented in the web interface of the Client
Portal.

7. OpraHusauusa obecneyeHus
nHpopmaumnoHHo 6e30MacHOCTM NpH
OCyLLEeCTBIEHUU DNEKTPOHHOro
AOKymeHTo0o60poTa. KomnpomeTauusa
3NeKTPOHHOI nognucu.

7. Organization of information security in the
context of Electronic Document Workflow.
Electronic Signature Leak.

7.1. Kntou aneKktpoHHoit nognucn u  Kog
NOATBEPXKAEHUA ABNAKTCA KOHPUAEHLUMANbHOM
nHpopmaumen.

7.1. The Electronic Signature Key and Confirmation
Code are confidential information.

7.2. YyacTHUK 06#a3aH cobatogatb mepbl Mo
obecneyeHuto nHPopmaumoHHOM 6e3onacHoOCTH
npw OCYLLLECTB/IEHUN INEeKTPOHHOTO

OOKyMeHToO60pOoTa, a Takxe obecneunTb
cobnoaeHune YKa3aHHbIX mep KakabIm
Monb3oBaTenem JIMyHOro KabuHeta. Y4yacTHUK
HeceT B NOJHOM obbeme BCE  PUCKM
HebnaronpuATHLIX MNOCAeACTBUA HecobntoaeHus
YuactHukom u/unm  Monb3osatenem JIMYHOro
KabuHeTa mep no obecneyeHunto
nHdopmaumoHHON BesonacHoCTH.

7.2. The Participant shall comply with measures
to ensure information security in the context of the
Electronic Document Workflow and to ensure that
each Client Portal User complies with these
measures. The Participant bears in full all risks of
adverse consequences of non-compliance by the
Participant and/or the Client Portal User with
measures to ensure information security.

7.3. Mepbl no obecrneyeHUto MHPOPMALMOHHOM
6€30MacHOCTM NPU OCYLLLECTBAEHUMU DIEKTPOHHOTO
AOKymeHTo0obopOoTa BK/ItOYAIOT B cebs
NCMo/Ib30BaHNe annapaTHO-NPOrPaMMHbIX
CpPeacTB M NpPUMEHeHWe  OpraHM3aLMOHHO-
TEXHUYECKUX Mep.

7.3. Measures to ensure information security in the
context of Electronic Document Workflow include
the use of hardware and software and the application
of organizational and technical measures.

7.3.1. K annapaTHO-NporpammHbIM CpeacTBam
OTHOCATCA:

- cneuManMsnpoBaHHble nporpammusbie
CpeAcTBa, UCMO/b3yeMble A4/1A OCYLLECTBAEeHNA
INEeKTPOHHOro 4OKYMeHTO060pOoTa;

7.3.1. Hardware and software include:

- specialized software used for the Electronic
Document Workflow;

- software and hardware protection against
unauthorized access;




nporpammHoO-annapaTHbie cpeacTBa 3alWnTbl OT
HeCaHKUMNOHNPOBAHHOIO A0CTynNa;

dHTUBUPYCHOE NporpaMmmHoe 06ecr|equme;

CUCTEMA  pasrpaHuYeHus
MCMOJIb30BaHUA  YHUKA/bHbIX
NaoeHTndumKkaTopos ana
MNonb3oBaTena JINuHoro KabuHeTa;

Joctyna  nytem
Maponeit wu
Kaxgoro

CcpeacTBa  3aWWTbl  OT  WHbIX
nHdopmaumoHHoM 6esonacHoCTH.

yrpos

- antivirus software;

- access control system through the use of unique
Passwords and ldentifiers for each Client Portal
User;

- means of protection against other threats to
information security.

7.3.2. K OpraHn3auMOHHO-TEXHUYECKMM Mepam
OTHOCATCA:

- pa3smelieHne TEXHUYECKUNX cpencrte B
nomeweHnAX C KOHTpoIMpyembiMm AOCTYNOM;

- aAMMHUCTPATMBHbIE OrpaHUYeHua AocTyna K
nporpaMmmHo-annapaTHbIM CPeACcTBaMm;

- [AONYyCK K OCYWECTBAEHUIO D/IEKTPOHHOro
OOKymeHTOoObopoTa TOMbKO [Monb3oBaTenei
JlnyHoro KabuHeTa;

- nogAaepraHue NPOrpaMMHO-TEXHUYECKMX
CPeACTB B WMCMPABHOM COCTOSIHMM, UYTO TaKKe
BKNtOYaeT B cebs CBOEBPEMEHHYIO YCTAHOBKY

06HOBAEHNI ans NporpammHOro
obecneyeHus;

- 3aWwmTa TEXHUYECKMX cpeacTts ort
NoBpPEKAAOLLMX BHELUHUX BO34EeNCTBUI

(norkap, Bo3gencTBue Boabl UAW MbIAW U T.N.).

7.3.2. and technical

include:

Organizational measures

- deployment of hardware in rooms with controlled
access;

- administrative restrictions on access to software
and hardware;

- access to the Electronic Document Workflow only
for Client Portal Users;

- maintenance of software and hardware in good
condition, which also includes timely installation
of software updates;

- protection of hardware from damaging external
influences (fire, water or dust, etc.).

7.4. CobniogeHve Mmep no obecneyeHuto
MHGOpPMaLMOHHOM 6e3onacHoCTU npwm
OpraHusauMmM INEKTPOHHOIO AOKYMeHToobopoTa
obecneumBaer:

- KOHOMAEHUMANbHOCTb HdopMauun
(nepepaBaemyto nHdopmaumto MOXKeT
NnoslyyuTb  TONbKO  /IMLO, KOMY  OHa
npegHasHayeHa, a OTNpaBuTeNeM ABAAETCH
WMEHHO TOT, OT YbEro MMEHU OHA OTNpPaB/eHa);

- LEeNnoCTHOCTb Nepegasaemoit MHpopmaumu;
- NpoxoxaeHue AyTeHTUdUKaLUW;

- HEBO3MOMKHOCTb OTKasa OT ¢akTa nepegauu
DNEeKTPOHHOrO AOKYMEHTa.

7.4. Compliance with measures to ensure
information security when organizing Electronic
Document Workflow ensures:

- confidentiality of information (transmitted
information can only be received by the person,
for whom it is intended, and the sender is the
person, on whose behalf it is sent);

- integrity of transmitted information;
- Authentication;

- impossibility to deny the fact of transfer of the
Electronic Document.




7.5. ObwecTBO BMpaBe OTKasaTb B pPerucrpaumu
Homepa MObBUNBbHOrO TenedoHa n/mnn
ABTOPU30BaHHOIO azpeca 3/IeKTPOHHOM MNOYTLI,
ecnu:

- obHapyxeHo yKasaHue YyacTHMKOM

HECYLLECTBYIOLLUX/HEKOPPEKTHbIX OaHHbIX
(Homepa TenedoHa, poroeBopa, agpeca
3/1eKTPOHHOM NoYTbl);

- 0oDOHapyeHo, 4TO VYKasaHHbIi Homep
MobunbHoro TenedoHa n/vnn
ABTOPM30BaHHbIA afpec 3N1eKTPOHHON NOoYTbI
yXe 3apeructpmposaH B Cucteme 340 3a
Apyrum YyactHmkom/Monb3osatenem JIN4HOro
KabuHeta nubo y O6ulecTtBa ecTb WHble
OCHOBAHMA MoONaratb, YTO YyKasaHHbIM Homep
MOb6UABbHOTO TenedoHa n/mnn
ABTOPM30BaHHbIA aApPeCc 3NEKTPOHHON MOYTbI
MOTyT ObITb MCMO/Ib30BaHbl TPETbUM JIULLOM.
Jonyckaetca UMcnonb3oBaHWe YyacTHUKom/
Monb3oBaTenem JIM4HOro KabuHeTa oOAHOrO
abOHEHTCKOro HOMepa B CeTM MNOABUNKHOM
pagnoTtenedoHHoOM CBA3U onepartopa
MO6MNbHOW CBA3M M/MAKN agpeca SNEKTPOHHOM
NnoYyTbl B KayecTBe, COOTBETCTBEHHO, Homepa
MOBUIBbHOTO TenedoHa n/vnn
ABTOPM30BaHHOIO aZpeca 3/IEKTPOHHOM MOYTbI
ANA AocTyna B pasHble JIMYHble KabUHETbI;

- B C/Ay4ae HapyweHua YyacTHUKOM u/uan
Monb3oBaTtenem JInyHoro KabuHeTta lMNpasun.

7.5. The Company has the right to decline the
registration of the Mobile Phone Number and/or the
Authorized Email Address if:

- the Participant is identified to have indicated non-
existent/incorrect data (phone number, contract,
e-mail address);

- it is detected that the specified Mobile Phone
Number and/or Authorized Email Address have
already been registered in the EDW System for
another Member/Client Portal User, or the
Company has other reasons to believe that the
specified Mobile Phone Number and/or
Authorized Email Address can be used by a third
party. The Participant/Client Portal User is allowed
to use one subscriber number in the mobile
radiotelephone network of the mobile operator
and/or email address as the Mobile Phone
Number and/or the Authorized Email Address
respectively to access different Client Portals;

in case of violation of the Rules by the Participant
and/or the Client Portal User.

7.6. Ob6uwectBO MMeeT nNpaBoO MNPUOCTAHOBUTb
HanpasneHue [Monb3oBatento JIMYHOro KabuHeTa
MHOOPMALMOHHBIX COODOLLEHMA B CAeAyHOLLMX
cny4yasx:

- NPU BO3HMKHOBeHWW y ObLiecTBa OCHOBaHWUIA
nofarathb, YTo TpeTbe ANLO UCNoAb3yeT Homep
MobunbHoro TenedoHa n/mnn
ABTOPU30BaHHbIN agpec 3N1EKTPOHHOM NOYTbI;

- npu HapyLUeHUK Y4acTHUKOM n/mnn
Monb3oBaTtenem J/InyHoro KabuHeta MNpasun.

HanpaBneHne WHPopmauuOHHbIX cooblieHui
BO30OHOBAsETCA nocsie nosydeHua O6LLecTBOm
[,0CTOBEPHOTO NMOATBEPKAEHMA NPUHALNEKHOCTU
Monb3oBaTtento JInyHoro KabuHeta Homepa
MobubHOro TenedpoHa u/uau ABTOPU3OBAHHOIO
agpeca 3NEKTPOHHOM nouyTbl. Takum
NoATBEPKAEHMEM MOXeT BbICTYMaTb

7.6. The Company may suspend sending Information
Notices to the Client Portal User in the following
cases:

- if the Company has a reason to believe that a
third party is using the Mobile Phone Number
and/or the Authorized Email Address;

- incase of violation of the Rules by the Participant
and/or the Client Portal User.

The sending of Information Notices is resumed after
the Company receives reliable confirmation that the
Mobile Phone Number and/or the Authorized Email
Address belong to the Client Portal User. Such
confirmation may be the List of Client Portal Users
drawn up by the Participant on paper with up-to-date
information about the Mobile Phone Number and
the Authorized e-mail address of the Client Portal
User. The sending Information Notices is also




opopMNEeHHbIM  YYacTHMKOM Ha  BGymaxKHom
Hocutene Cnucok [MNonb3osatenen  JInyHoro
KabuHeTa c aKTyanbHOM MHbopmaunen o Homepe
mobunbHoro TenedoHa M ABTOPM30BAHHOM
afpece 3NeKTPOHHOM noyTbl [lonb3oBaTtens
JlnyHoro KabuHerta. HanpasneHue
NHbOpMaLMOHHBIX coobLEeHN TaKxe
B0O306HOBANAETCA MOCNEe YCTPaHEHUA YYacCTHUKOM
JonyLweHHoro HapyweHua Mpasuan.

resumed after the Participant remedies the violation
of the Rules.

7.7. B cnyyae KomnpomeTaumu 3/1eKTPOHHOM
noanucu nnu noao3peHun Ha TaKyto
KOoMnpomeTaumo, YyacTHUK unu [lonb3osaTtenb
JNlnyHoro KabuHeTa [OMKeH HesameaNUTeNbHO
coobwuts 06 stom O6uwecTBy No TenepoHHOM
cBA3M, a 3atem npoaybnmMposBaTb  AAHHYIO
nHbOpMaUMlO B MUCbMEHHOM BWAE WAM B
3NIEeKTPOHHOM BuAe c ABTOPM30BAHHOroO ajpeca
3NEeKTPOHHOM  NO4YTbl  MNyTEM  HanpasieHUs
3asBneHna no ¢opme [lMpunoxkenms Ne3 K
MpaBunam. Kpome ToOro, YyacTHUK 06A3aH
obecneunTb npekpalieHue NCNO/1b30BaHUA
Monb3oBaTenem JlMyHoro KabuHeta Kntoua
S3NEKTPOHHOW noANMCM A0 CO343HMA  HOBOTO
Maponsa cpeacteamm  JInyHoro KabuHeTa.
OTBeTCTBEHHOCTb 3a HecBoeBpeMeHHoe
uHoopmmposaHme Ob6uiecTBa, B TOM uucie 3a
BO3MOMHble Noc/aeaytolme HeraTuBHble cObbITUA,
npousoweawmne B pesynbtate Komnpometaumu
3NEKTPOHHOM noanucw, BO3/araetcA Ha
YyacTHuKa.

O6uwiecTBO He HeceT OTBETCTBEHHOCTH, €Cau
DNEeKTPOHHbIN AOKYMEHT Obl1 UCMOAHEH MM A0
noayyeHna oT YyacTHuKa uaum [llonb3osaTtena
JlnyHoro KabuHeTa nHpopmauum o
KomnpomeTauum 3NeKTPOHHOM NOANNCU, KOTOPOWA
6b11 NoANUCAH AaHHbIN DNEKTPOHHbINA JOKYMEHT.

7.7. If the Electronic Signature is compromised or if
such compromiseis suspected, the Participant or the
Client Portal User must immediately notify the
Company thereof by telephone, and duplicate this
information in writing or electronically from the
Authorized E-mail Address by sending an application
in the form of the Schedule No.3 to the Rules. Also,
the Participant shall ensure that the Client Portal
User stops using the Electronic Signature Key until a
new Password is created using the Client Portal. The
Participant shall be liable for untimely notification
of the Company, including for possible subsequent
negative events that occurred as a result of the
Electronic Signature Leak.

The Company shall not be liable if the Electronic
Document was executed by it before receiving from
the Participant or the Client Portal User information
about the Leak of the Electronic Signature, with
which such Electronic Document was signed.

7.8. K cobbITUAM, KoTopble MOryT
CBUAETEeNbCTBOBATb o] KomnpomeTauum
3N1eKTPOHHOM NOANUCU, OTHOCATCA:

7.8. Events that may indicate the Electronic Signature
Leak include:

7.8.1. pocTyn TpeTbux vy, K 060pyaoBaHUIo,
ncnosibayemomy ana INEeKTPOHHOTO
[NOKyMeHToob60poTa, Inbo ero ytpara (B TOM Ymcne
C nocseayolmnm obHapyKeHnem);

7.8.1. access of third parties to the equipment used
for Electronic Document Workflow, or the loss
thereof (including with subsequent detection);




7.8.2. BupycHoe 3apaxeHue obopyaoBaHus,
NCMONb3yEMOro ans JNEeKTPOHHOro
AOKYMeHTo060pOoTa;

7.8.2. virus infection of the equipment used for
Electronic Document Workflow;

7.8.3. pacTop)KeHue YYaCTHMKOM TpyAoBOro Uam
rpax4aHCKo-NpPaBoOBOro A0OroBopa C PabOTHUKOM,
UMeLWmUM aJoctyn K uHbopmauum o Knatode
3NEKTPOHHOWM NOANUCH;

7.8.3. termination by the Participant of an
employment or civil law contract with an employee
who has access to information about the Electronic
Signature Key;

7.8.4. poctyn, B TOM YMCNe BPEMEHHbIN, TPETbUX
iy, K MobunbHomy  ycTpoictey  u/uam K
Mo6U1AbHOMY NPUNONKEHUIO;

7.8.4. access, including temporary, by third parties to
the Mobile Device and/or the Mobile Application;

7.8.5. MHble 06CTOATENLCTBA, NPSAMO UM KOCBEHHO
CBUAETENbCTBYIOWME O HAMNYUU  BO3MOXKHOCTU
[OCTyna TPeTbMX /UL, K  KOHOUAEHUMANbHON
nHbopmauum, Ucnosblyemon B npouecce
DNeKTPOHHOro AOKYyMeHToobopoTa.

7.8.5. other circumstances that directly or indirectly
show the possibility of third parties having access to
confidential information used in the process of
Electronic Document Workflow.

7.9. B cnyyae BbisiBNeHMA 06CTOATENbCTB, KOTOpble
MOryT cBuaeTenbcTsoBaTtb o KomnpomeTauuu
3NIeKTPOHHOM nognucu [lonb3osaTtena JIMYHOro
KabuHeTa, O6WECTBO MMeeT nNpaBo B LENAX

npeaoTBPaLLEHUSA HeCaHKUMOHWPOBAHHOIO
goctyna K JInyHomy KabuHeTy MpMOCTaHOBUTL
aoctyn K Hemy c NCMO/b30BaHNEM

CKOMNpomeTupoBaHHOro Kntoua 3}'IeKTpOHHOl\;I
noanuncu.

[na Bo306HOBAEHUNA AOCTYNa K JINYHOMY KabUHeTy
Monb3oBaTenb JIMYHOrO  KabuHeTa  AO/KEH
npoussecT cmeHy lNapons.

7.9. In the event that circumstances are identified
that may indicate the Leak of the Electronic Signature
of the Client Portal User, the Company may suspend
access to the Client Portal using a leaked Electronic
Signature Key in order to prevent unauthorized
access to the Client Portal.

To resume access to the Client Portal, the Client
Portal User must change the Password.

8. 3aABneHMA U rapaHTUm.

8. Representations and warranties.

8.1. 3aknwouaa [JoroBop W NpucoeauHAACH K
Mpasnnam, Y4acCTHUK 3aABAAET, YTO:

8.1. By entering into the Agreement and acceding to
the Rules, the Participant represents that:

8.1.1. cootBetcTBylOWME Homepa MOBUABHbLIX
TenedoHoB 7 ABTOPU30BaHHblE agpeca
3NEKTPOHHOM nouYThl, npefocTasaeHHble
ObuwecTBy, npuHagnexatr YyacTHUKYy  u/uau
YKa3aHHbIm  um  [lonb3oBatenam  JlnuHoro
KabuHeTa;

8.1.1. the relevant Mobile Phone Numbers and
Authorized E-mail Addresses provided to the
Company belong to the Participant and/or the Client
Portal Users indicated by it;

8.1.2. eMy U3BECTHO, YTO onepaTopbl MOBUNLHOM
CBA3M MOTyT B3MMaTb MJaTy 3a MCMO/b30BaHWe
CMC-coobuieHunit, n yto obecneyeHme pacyeTos C
onepatopoMm  MOOWAbHOM  CBA3M  ABAAIOTCA
06A3aHHOCTbIO YUYaCTHUKa;

8.1.2. it is aware that mobile operators may charge a
fee for the use of of SMS messages, and that it is the
Participant's responsibility to ensure settlement of
accounts with the mobile operator;




8.1.3. OH 0CO3HaEeT M NOATBEPKAAET CBOE COrnacue
C Tem, 4To 06meH MHPopmaLmeln No 3EeKTPOHHOM
noyte NPoOM3BOAMTCA B He3awWnUdPOBAHHOM BUJE.
YYacTHUK cornaceH HeCTn BCe PUCKM U HETaTUBHbIe
NocnescTBus, CBA3AHHbIE C TakMM OB6MeHOoM
nHbopmaumen, B TOM yncne PUCKMK
HEeCaHKLMOHNPOBAHHOIO JocTyna n/mnm
M3MEHEeHUA KOHbUAEHUMANbHON MHPOpMaLMK, U
He byZeT MMeTb B CBA3M C 3TUM MpPETEH3UN K
Ob6uwecTsy;

8.1.3. it acknowledges and confirms its consent that
the exchange of information by e-mail is made in
unencrypted form. The Participant agrees to bear all
the risks and adverse consequences related to such
exchange of information, including the risks of
unauthorized access and/or changes in confidential
information, and will not have any claims against the
Company in this regard;

8.1.4. npuHUMaET Ha cebsi Bce PUCKK, CBSI3AHHbIE C
HEeCaHKLUMOHUPOBAHHbIM AOCTYNOM TPETbUX UL, K
Cucteme 30 npu ocywecTBNeHNUMU INEKTPOHHOIO
[OKyMeHTO060pOTa c MCMNoab30BaHUEM
MHGOPMALNOHHO-TENEKOMMYHUKALMOHHON  CeTu
«NHTepHeT»;

8.1.4. it assumes all risks associated with
unauthorized access of third parties to the EDW
System in the context of Electronic Document
Workflow using the information and
telecommunication network "Internet";

8.1.5. Bce nonoxeHua [pasun pna  Hero
o6s3atenbHbl, MU Y4YacTHMK NpUHMMaeT Ha cebs
obasaTenbcTBO MX co6AOAATb M UCMOMHATL UX
Hagnexawmm obpasom, a Takke obecneynTtb KX
cobnoaeHune 7 NCMNoNHeHUe BCEMMU
MNonb3osaTtenamm JIMuHoro KabmHeTa;

8.1.5. all provisions of the Rules are binding on it, and
the Participant undertakes to comply herewith and
to properly execute the same, and to ensure
compliance herewith and execution by all Client
Portal Users;

8.1.6. B OTHOLUEHUN nHpopmauymn,
npegocrasasemont OOLWECTBY NpM  3aKAOYEHUU
JoroBopa, Y4YacTHUK ABASETCS €€ 3aKOHHbIM
obnapatenem, amnbo Aasnaerca NUOoMm,
NosYYMBLUMM Ha OCHOBAHWW 3aKOHa WM JOroBopa
npaBo pa3peLLaTb UKW OFPAHNYMBATD K HEl AOCTYN.
MNpegocraBneHne O6LeCTBY TaKoM MHGOPMALUM U
ee ucnosnbsoBaHMe OB6LLECTBOM HE HapyLIAeT U He
6yfeT HapywaTtb NpaBa TPeTbUX auL, U He byaeT
BNeYb  3a cobow HECaHKLMOHUPOBAHHOE
MCMNO/Ib30BaHUe KOHOUAEHUMaNbHOM
UHOOPMaLUUK, NPUHAANEKALLEN TPETEEMY NIMLY, A
TaKXXe He npuBefeT K HapyweHuo Ob6lectsom
NPUMEHMMOTO 3aKOHOAaTebCTBA U/ AOFOBOPOB,
3aK/IOYEHHbIX YYAaCTHUKOM C TPETbUMMU NLAMM.

8.1.6. in relation to the information provided to the
Company upon entry into the Agreement, the
Participant is its legal owner, or is a person, who has
received the right to allow or restrict access thereto
by virtue of a law or an agreement. The provision of
such information to the Company and its use by the
Company does not violate and will not violate the
rights of third parties, and will not entail
unauthorized use of confidential information
belonging to a third party, and will not lead to a
violation by the Company of applicable law or
agreements made by the Participant with third
parties.

9. YpesBbluaiiHble CUTYaLMN NPU OCYLLECTBAEHUN
3NEKTPOHHOro A0KymeHToobopoTa

9. Emergencies in Electronic Document Workflow

9.1. B cny4ae BO3HMKHOBEHUSA CUTyaLUK, KOTOPas
no MmHeHutio OblectBa BpPemMeHHO MWAM  Ha
HeonpeAeneHHbI CPOK cAenana, Aenaet uau
MOXET cAeNaTb HEBO3MOMXKHbIM WAM 3HAYUTENBHO
3aTPYAHUTb  D/IEKTPOHHbIN  AOKYMEHTO060pOT,
ObuwiectBo  MMeeT nNpaBoO NpPW3HaTb  TaKylo

9.1. In the event of a situation that, in the opinion of
the Company, has temporarily or for an indefinite
term made, makes or may make it impossible or
significantly impedes the Electronic Document
Workflow, the Company may recognize such
situation as an emergency and limit or completely




CUTyaLMIO 4Ype3Bbl4aMHOM M OrpaHMuYUTL Nbo
NONHOCTbIO NPUOCTaHOBUTb INEKTPOHHbIN
JOKYMeHTO0H60pOT € YYaCTHUKOM.

suspend the Electronic Document Workflow with the
Participant.

9.2. [Ona KBanuduKauuMm cuUTyauum B KadecTse
ypesBbl4aMHOM  cUTyauuuM, B TOM  4ucne
TexHuYyeckoro cbosA, [OOCTAaTOYHO  pelleHun
ObuiecTsa.

9.2. The decision of the Company is sufficient to treat
the situation as an emergency, including a technical
failure.

9.3. O6wectBo yBegomnseT YYyaCTHMKaA O
BO3HWKILEN  CUTyauuuM MNyTemM  pasMeLLeHus
nHbopmauum Ha WHTepHeT-cTpaHunue O6LwecTsa,
€CNIM 3TO ABNAETCA BO3MOXKHbIM;

9.3. The Company notifies the Participant about the
situation that has arisen by posting information on
the Company's Homepage, if possible;

9.4. OpgHOBpeMEHHO C MPM3HAHMEM CUTyauumn
YpesBblYaNHOM Ob6wecTBo npucrtynaet K
pa3paboTke mep no yperyampoBaHuio
CNOXUBLUENCA Ype3BbIYalHOM cuTyauum B Cucteme
340.

9.4. The Company starts developing measures to
resolve the current emergency situation in the EDW
System simultaneously with the recognition of the
situation as an emergency.

9.5. Bo3sobHoBnEeHME DNEeKTPOHHOro
[OKYMeHTO060pOoTa OCYLLECTBAAETCA MO PELUEHMUIO
Ob6bulecTsa.

9.5. The Electronic Document Workflow is resumed
by the decision of the Company.

10. OTBETCTBEHHOCTD.

10. Liability.

10.1. ObuiecTBO He HeceT OTBETCTBEHHOCTY:

- B C/lyvyae YyKaszaHuA YyacTHukom B [lorosope
n/mnu Cnucke Monb3osaTtenen JinuHoro KabuHeTa
Homepa MobuabHOro TenedpoHa n/mnn
ABTOpPM30BaHHOFO ajpeca 3NeKTPOHHOM MOoYTbI,
aboHeHTOM (Bflagenblem) KOTOPbIX YYacTHUK
nmbo cooTseTcTBylOWMIA MNonb3oBatenb JIMYHOro
KabuHeTa He ABAAETCA, a TaK¥Ke B C/lydae A40CTyna K
HUM TPETbUX NnLL;

- 33 MOCNeACTBMA, BO3HMKIUME MO BUHE
OpraHu3auuii, NpeaoCcTaBAAWMX YCAYTM COTOBOM
ceasu  wu/mam  pgoctyna K MHOOPMAaLMOHHO-
TENIeKOMMYHMKaLMOHHOM ceTn «HTepHeT», Nnbo
B CBA3M C BbIXOAOM M3 cTpos obopyaoBaHus, a
TaKXe B CBA3K cO cbOAMM B cUCTEMaAX, JIMHUAX
CBA3M M MHbIX KOMMYHMKAUWIA, Yepe3 KoTopble
ocylwiectsafeTcs oomeH nHbopmaumeir;

- 33 BO3HMKHOBEHMe cboeB 1 owmnboK B AOCTyNeE K
Cucteme 340, u (nnn) B pabote Cuctembl 340, 3a
noTepuM W MOBpPEXAEHUE AaHHbIX, CBA3aHHble C
ncnoab3osaHnem Cucremol 340;

- 3a HecoBmMeCTMMOCTb M/MHM HecooTBeTCTBUE
nporpamMmmubix, TEXHNYECKUX cpeacte

10.1. The Company is not liable:

- if the Participant indicates in the Agreement and/or
the List of Client Portal Users the Mobile Phone
Number and/or the Authorized E-mail Address, of
which the Participant or the relevant Client Portal
User is not the subscriber (owner) and in the event of
third parties accessing the same;

- for the consequences that have arisen due to the
fault of  organizations providing  cellular
communication services and/or access to the
information and telecommunication network
"Internet", or in connection with the failure of
equipment and in connection with failures in
systems, communication lines and other
communications, through which information s
exchanged;

- for the occurrence of failures and errors in access to
the EDW System, and (or) in the operation of the
EDW System, for loss and damage to data associated
with the use of the EDW System;




Monb3osaTensa JInuHoro KabuHeTa, TpeboBaHUAM,
COOTBETCTBME  KOTOpPbIM  Heobxogumo  Ann
noJsiyyeHus gocTyna K JIMuHOMy KabuHeTy u ero
WCMO/Ib30BaHUA, a TaKXKe 3a HacTynuBluMe
BC/NI€ACTBME 3TOr0 NOCNEACTBUA A/1A YUACTHUKS;

- 3a cboun B goctaBke CMC-coobLieHunin Ha Homep
MO6UMbHOrO TenedoHa, yKasaHHbIN YYaCTHUKOM, B
cnyy4ae ecnu 3To 06yCNOBAEHO MPUYMHAMM, He
3aBucAWmMmm ot ObLLecTsa;

- 3a cbon B fOCTaBKe 3/IEKTPOHHbIX COObLEeHUI Ha
ABTOPM30BaHHbIA agpec 3N1eKTPOHHON MNouyTbl, B
cayd4ae ecnu 3To 0BYyCN0BAEHO MPUYUHAMMK, He
3asucawmmm ot ObLLecTsa;

- 33 Y6bITKM, NPUYMHEHHbIE YUYACTHUKY, MPUYMHOM
KOTOpPbIX ABAAETCA MCMO/Ab30BaHUE TPETbUMM
Avuamu  Mapona  w/uan  NpeHtuduKatopa,
BKNOYas  yObITKM, BO3HUKILUME  BC/eACTBUE
HENpPaBOMEpPHbIX  AEWUCTBUM  TpeTbuUX  auu,
HanpaB/eHHbIX HAa HEe3aKOHHOEe WCMNoAb30BaHUE
NaoeHTndukatopa wu/uanm  MNapons wn UHOM
KOHOMAEHUMANbHOW WMHbOPMALMKM, Kacatowiencs
YYyacTHMKa, B TOM 4Yucne MNO  MpUYUHE
HEBbINOJIHEHNS  YYaCcTHMKOM 0653aHHOCTM NO
obecneyeHnto  KoHdMAaeHuManbHocTM  Kntoya
3/1eKTPOHHOM nognucu n/mnn Koga
noATBePXKAEHMUSA;

- 33 ybbITKM  YYyacTHWMKA, NPUYMHEHHbIE
AencTenamm (6espelictBmem) ObuiecTsa,
060CHOBAHHO nosnarasLierocs Ha
npeaocTaB/ieHHble  YYacTHUKOM  AOKYMEHTbI,
BK/lOYan 3anBneHuA Nboro BMAa, a TaKKe Ha
nHbOpMaUMIO, YTPATUBLLYIO CBOO AOCTOBEPHOCTb
M3-3a  HECBOEBPEMEHHOro  OOBefeHuMA  ee
YuyacTtHuKkom ao Obulectsa.

- for incompatibility with and/or failure of the
software and hardware of the Client Portal User to
meet the requirements that must be met in order to
gain access to the Client Portal and use it and for the
consequences resulting therefrom for the
Participant;

- for failures in the delivery of SMS messages to the
Mobile Phone Number specified by the Participant, if
this is due to reasons beyond the control of the
Company;

- for failures in the delivery of electronic messages to
the Authorized E-mail Address, if this is due to
reasons beyond the control of the Company;

- for losses incurred by the Participant caused by the
use of the Password and/or the Identifier by third
parties, including losses incurred as a result of
unlawful actions of third parties aimed at the illegal
use of the ldentifier and/or Password and other
confidential information relating to the Participant,
including due to the Participant's failure to fulfil the
obligation to ensure the confidentiality of the
Electronic Signature Key and/or the Confirmation
Code;

- for losses incurred by the Participant caused by the
actions (inaction) of the Company, which reasonably
relied on the documents provided by the Participant,
including statements of any kind, and information
that is no longer valid due to the Participant's
untimely notification of the Company.

10.2. O6wectBO ¥  Y4yaCcTHMK He  HecyT
OTBETCTBEHHOCTM B  C/ly4ae  HEBbINOJIHEHMA,
HEeCBOEBPEMEHHOIO nnu HeHag/1exalero
BbINOJIHEHUS UMW  Kakoro-mbo  mM3  ux
ob6s3aTenbcTs no [lorosopy n/uam Mpasunam, ecnm
YKa3aHHOe HeBbINOJIHEHWE, HECBOEBPEMEHHOE
WKW HeHaasexKallee BblMONHEHWE O0OYC/NOB/EHDI
WCK/IIOYMUTENbHO HacTynaeHuem u/uam aencremem
obcToATeNbCTB  Henpeogonnumoin cunbl  (dpopc-
MaYKOpPHbIX 06CTOATENbCTB).

3aTpoHyTas Gopc-MarKopHbIMU 06CTOATENLCTBAMM
cTopoHa 6e3 npomeaneHus MHGOPMUPYET APYTYHO
CTOpPOHY 06 3Tux obcroAaTenbcTBax M 06 KX

10.2. The Company and the Participant shall not be
liable in case of non-fulfillment, untimely or improper
fulfillment by them of any of their obligations under
the Agreement and/or the Rules, if the said non-
fulfillment, untimely or improper fulfillment are due
solely to the occurrence and/or effect of force
majeure circumstances.

The party affected by force majeure shall
immediately notify the other party of such
circumstances and the consequences thereof and
shall take all possible measures in order to mitigate
the adverse consequences caused by the said force
majeure circumstances. The party affected by force




nocneacTtsnMAx M NpUHMMaeT BCe BO3MOXKHble

majeure circumstances shall also immediately notify

Mepbl, C LEeNbld MaKCMMaNbHO oOrpaHnunTb | the other party of the termination of these
oTpuuaTesbHble nocneacTeus, BbI3BaHHbIEe | circumstances.
YKa3aHHbIMM dopc-maxkopHbIMU
obctoaTenbctBamu.  CTOpoHa, A/1A  KOTOPOM
co3janucb  Gopc-maxKkopHble  0BCTOATENbCTBA,
JOMKHa Takxke 6e3 npomeaneHvs W3BECTUTb
APYryl0  CTOPOHY O  MpeKpaweHUu  3TuX
06CTOATENLCTB.

11. KoHdAUKTHbIE cuTyauum. 11. Conflict situations.
11.1. B xope wucnonb3oBaHua Cuctembl 340 | 11.1. When using the EDW System, conflict situations
BO3MOXHO BO3HWKHOBEHMWE KOHOAMKTHBIX | may arise related to the creation, delivery, receipt,
CUTyaumi, cBsA3aHHbIX Cc  dopmupoBaHuem, | confirmation of receipt of Electronic Documents and
[OCTaBKOW,  nonyyeHuem, noartsepxaeHuem | to the use of an Electronic Signature in Electronic

NoNyYeHUA DNEKTPOHHbIX AOKYMEHTOB, a TaKXKe C
MCMO/Nb30BaHMEM  DNEKTPOHHOM  moanucu B
JNEKTPOHHbIX AOKYMEHTaX.

Documents.

11.2. [pUYNHOM KOHOANKTHOM CUTYaLLUN MOXKET
CNYXKUTb:

- ocnapuBaHue dakTa
JNEKTPOHHOrO AOKYMEHT3;

dopmupoBaHua

- ocnapuBaHue aBTOpCTBa noanucu
JNEeKTPOHHOro AOKymeHTa (nogospeHue Ha
HapyweHue npoueayp WMaeHTMdMKaumMm u

AyteHTudUMKaumm Monb3osatensa JInyHoro
KabuHeTa, nognucaBwero 3NEKTPOHHbIN
[OKYMEHT);

- ocnapuBaHue UeNOCTHOCTHU 3I'IEKTpOHHOI'O

OOKyMeHTa (nogos3peHWe Ha HapylleHue
CBOWCTBA LEeNOCTHOCTH DNEeKTPOHHOTO
OOKYMEHTa MNpuW ero nepegadye Mo KaHany
cBA3N);

- ocnapueaHue ¢aKTa oTnpaBaeHua u/uam
Nnosy4yeHusa DNEeKTPOHHOTO AOKYMEHTa;

- ocnapvBaHue BpemeHW OThpaBaeHua u/uam
Nnosly4yeHua DNEeKTPOHHOTO AOKYMEHTa;

- WHble CcNy4Yanm BO3HWMKHOBEHWMA KOHQAMKTHBIX
CUTyaLmi.

11.2. The conflict situation may be caused by:

- the fact of creation of the Electronic Document
being challenged;

- the authorship of the signature of the Electronic
Document (suspected violation of the
Identification and Authentication procedure for
the Client Portal User, who signed the Electronic
Document) being challenged;

- the integrity of the Electronic Document
(suspected violation of the integrity of the
Electronic Document during its transmission
over a communication channel) being
challenged;

- the fact of sending and/or receiving an Electronic
Document being challenged;

- the time of sending and/or receiving the
Electronic Document being challenged;

- other cases of conflict situations.

11.3. KOHOAUKTHble cUTyaLMu paspellatoTca B
pabouem nopagke. Ecnm B pabouyem nopaake

paspewnTb  KOHOAUKTHYIO  CUTyauumio He
NpeAacTaBUNOCb BO3MOMKHbIM, B TOM 4uCae No
npuymHe Hecornacus YyacTHuKa c
npegoctaBneHHbimn  OBLWECTBOM  BbIBOAAMM,

11.3. Conflict situations are resolved in the

ordinary course of business. If the conflict situation
cannot be resolved in the ordinary course of

business, including due to the Participant’s
disagreement with the conclusions provided by the
Company, the conflict situation shall be considered




KOHQNMKTHanA cuTyaums paccmaTtpusaeTca
3KcnepTHOM Komuccumn, popmmnpyemomn B nopaake,
ycTaHoBneHHOM MpaBunamu (ganee — dKcnepTHan
Komuccus).

by an expert committee formed in the manner
prescribed by the Rules (the Expert Committee).

11.4. Mpun  BO3HMKHOBEHUM  OBCTOATENLCTB,
KOTOpble CBUAETENLCTBYOT O BO3HUKHOBEHUU
KOH(ANKTHOM cUTyauuu, YyacTHUK
HesameganTenbHo Hanpasaser B  0O6uecTBo
NMUCbMEHHOE YyBEeAOMNEHME O BO3HUKHOBEHUM
KOH(ANKTHOM CUTyaumm C U3NOXKEHMEM
obcToATenbCTB M NpegnonaraemblX MNPUYMH ee
BO3HMKHOBEHMUA.

11.4. If circumstances arise that indicate that a
conflict situation is about to occur, the Participant
shall immediately give the Company a written notice
of the occurrence of the conflict situation outlining
the circumstances and the proposed reasons for its
occurrence.

11.5. O6uecTBO NPOBEPSET HAa/IMUNE YKa3aHHbIX
B YBEAOMNEHUW OOCTOATENLCTB, B  CAy4vae
HeobxoAMMocCTH ocyuwiecTeafeT NPoBEpPKY
NoA/IMHHOCTK DNEeKTPOHHOI nognucu,
cofepiKallenca B ocnapuBaeMom INEKTPOHHOM
LOKYMEHTE, U NPUHMMAET MepPbl MO Pa3peLlEHMIO
BO3HMKIWIEro  cnopa. CpoK  paccmoTpeHwus
yBe4OMIEeHMUA YyacTHuMKa coctasnser 15
(MaTHaauaTb) pabounx AHel c AaTbl €ro NoNyYeHus
ObuiecTtsom.

11.5. The Company verifies whether the
circumstances specified in the notice exist, if
necessary, verifies the authenticity of the Electronic
Signature contained in the disputed Electronic
Document, and takes measures to resolve the
dispute. The term for consideration of the
Participant's notification is 15 (fifteen) business days
from the date of its receipt by the Company.

11.6. T[lo pe3synbTaTam NpoOBeAEHUA MPOBEPKMU
O6uwecTBO COCTaBASET AKT, BKAOYaOWMI B cebs
cnepyowyo MHpopmaymio:

- [AaTy U MeCTO COCTaB/1IEHNA aKTa,

- [elncTBMA, BbINOJIHEHHbIE B  pesy/bTaTe
NpPOBEpPKYU;

- OCHOBHbIE BbIBObI.

11.6. Based on the results of the verification, the
Company draws up an act that includes the following
information:

- date and place the act is drawn up;
- actions taken as a result of the verification;

- main conclusions.

11.7. O6uectBo n3BeLaet DOCTYNHbIMMN
cnocobamm YYacTHUKA O pe3ynbTaTax NPOBEPKU U,
npu HeobXxogMMOCTH, O Mepax, NPUHATLIX AN
pa3spelueHma BO3HUKLIEN KOHPJIMKTHOM CUTYaL UK.

11.7. The Company notifies the Participant by any
available means of the results of the verification and,
if necessary, of the measures taken to resolve the
conflict situation that has occurred.

11.8. dopmupoBaHMe IDKCNEPTHOM KOMMUCCUM
OCyLLEeCTB/IAETCA B C/ieAyIOLLEeM NopALKe:

11.8. The Expert Committee shall be formed as
follows:

11.8.1. Y4acTHUK MHUUMMPYET  cOo3aaHue
JKcnepTHOM KOMMCCUM MNyTEM HanpasBAeHWA B
O6uwecTtBO MUCbMEHHOTO  3aABNEHUA, KOTOpoe
LOMKHO coaeprKaTb:

- ONnuCcaHWe KOHPANKTHOMN cuTyaumuy;

11.8.1. The Participant initiates the creation of the
Expert Committee by sending a written request to
the Company, which must contain:

- description of the conflict situation;

- reasons for disagreement with the conclusions of
the Company on resolving the conflict situation
in the ordinary course of business;




- NPWYKUHbI Hecornacus c ebisogammn ObuecTsa
Nno paspelleHnto KOHPAMKTHOM cuTyauun B
pabouyem nopsagxe;

- BO3MOMHble MPUYMHbI WU NOCAEACTBUA
KOH(AMKTHOM cUTyaumu;

- nepeyeHb npegnaraembix g1a y4yacTua B
paboTe JKcnepTHOM KOMMUCCUM
YNO/THOMOYEHHbIX npeacraBuTenen
YyacTHMKa C yKasaHMem Ux Gamuaunii, UMeH,
oTtyecTB (MpU HaAMuUK), [OKHOCTEN, WX
KOHTAKTHOM nHbopmaumnm (tenedoHbl,
3/1IeKTPOHHas nouyTa).

- possible causes and consequences of the conflict
situation;

- a list of authorized representatives of the
Participant proposed for participation in the
work of the Expert Committee, indicating their
last names, first names, patronymics (if any),
positions, their contact information (telephones,
e-mail).

11.8.2. B TeyeHue Tpex pabounit gHel nocne
nosnyyeHua 3assneHma ObuwectBo ¢opmupyet
JKcnepTHY0 KOMUCCUIO.

11.8.2. The Company forms the Expert Committee
within three business days after receiving the
request.

11.8.3. Ecim YyacTHUK  n ObuwectBo  He
porosopatca 06 WMHOM, B cOCTaB JKcnepTHOM
KOMUCCUM BXOAMUT paBHoOe KO/IN4ecTBO
YNONHOMOYEHHbIX npeactasuTenein Y4yacTHUKa U
Obuiectea,  y4acTBYIOLLMX B paspeleHunm
KOH(NNKTHON cuTyaummn (Ho He Bonblue YeTbipex
OT Kaxaoh w3 ctopoH). Mpu 3TOoM B COCTaB

JKcnepTHOM Kommccum oT YyacTHuKa-
topuandeckoro anua M ObuiectBa BK/OYaloTCA
npeacTaBuTeNn CNyXK6 MHPOPMaLNOHHO-

TEXHUYECKOro obecrneyeHus, a TaKKe Cayxb
obecneyeHns WHGOPMALMOHHOM 6esonacHOCTH
(npy  Hanuuum  TakMX  NoApasgeneHvuii  wu
crneumanncTos).

11.8.3. Unless the Participant and the Company
agree otherwise, the Expert Committee shall include
an equal number of authorized representatives of
the Participant and the Company involved in
resolving the conflict (but not more than four from
each of the parties). Provided that representatives of
information and technical support services and
information security services (if such divisions and
specialists are available) are included in the
composition of the Expert Committee on behalf of
the Participant-legal entity and the Company.

11.8.4. K paboTe 3KcnepTHOM KOmMMUCCUMM p[As
NnpoBeAeHNsA TEXHUYECKOM 3KCNepTM3bl MOTYT BbITb
npvB/ieYeHbl He3aBUCUMbIe 3KCMepTbl B 06aacTu
3aLLMTbl MHOPMALMMK.

11.8.4. Independent experts in the field of
information security may be involved in the work of
the Expert Committee to carry out a technical audit.

11.85. B cnyyae ecam  npepcraBuTens(um)
YyacTHMKa He ABMACA(MCb) ANA  yyacTus B
NnpoBeAeHNM 3KCNepPTM3bl, IKCNEePTU3a NPOBOAUTCA
6e3 Mx yyactua, a 06 oTCyTCTBMM NpencTaBuTenei
COCTaBAAETCA aKT, KOTOpbIM nognucbiBaeTtca
NPUCYTCTBYIOLWMMM YyneHamm KcnepTHOW
KOMMCCUMW.

11.8.5. If the representative(s) of the Participant did
not appear to participate in the audit, the audit is
carried out without their participation, and an act is
drawn up about the absence of representatives,
which is signed by the members of the Expert
Committee present.

11.8.6. OcHOBHaA 3a43a4a IKCNEPTHON KOMMCCUM
YCTAHOBUTb Ha OPraHM3aLMOHHO-TEXHUYECKOM
YPOBHE Hanuume WAN OTCYTCTBME QPaAKTUYECKUX
06cTOATENLCTB, CBUAETENLCTBYIOWMX O HANMUYUM

11.8.6. The main task of the Expert Committee is to
ascertain at the organizational and technical level
whether actual circumstances indicating the
existence of a conflict situation, its causes and




KOHONMKTHOM  cuTyaumu, ee  MpPUYUHAX MU
nocnencTemAxX, a TaKKe cnocobax M meToaax ee
paspeLueHus.

consequences and ways and methods of resolving it
exist or do not exist.

11.9. [lpM HEBO3MOXKHOCTU YyperyampoBaHua
KOHOAMKTHOM  cuUTyauuMmM C  NpUBAEYEHUEM
3KcnepTHOM KOMMCCUM, cnop noaNexnTt
paspelleHnMo B nNopagke, nNpesycMOTPEHHOM
Jorosopom.

11.9. If the conflict situation cannot be resolved
through the involvement of the Expert Committee
therein, the dispute shall be resolved in the manner
prescribed by the Agreement.

12. 3aKknoumnTtenbHbIE MNONOXKEHUA.

12. Final provisions.

12.1. O6uwecTBo BnNpase MNPOBOAMTbL 3aMMCb Ha
MarHuTHble U UMdpPOBbIE HOCUTENN NEPeroBopbl C
YuactHukom u/unm  Monb3osatenem JIMYHOro
KabuHeta. [aHHble 3anucM  Moryt  bbiTb
MCNONb30BaHbl B TpeTenMckom cyae (cyae) B
KayecTBe A0Ka3aTeNbCTB, UMEKLWMX 3HAaYEeHNE ANA
paccmaTpuBaemoro cnopa.

12.1. The Company may record negotiations with the
Participant and/or the Client Portal User on magnetic
and digital media. Such records can be used in an
arbitration court (court) as evidence relevant to the
dispute under consideration.

12.2. Bo Bcem MHOM, 4YTO He nNpeayCMOTPEHO
Mpasnnamum, ObuecTtBo 7] Y4acTHUK
pyKkoBoacTBytoTCA [loroBopom W AeUCTBYOLWMM
3aKoHoZaTenbcTBOM Poccuiickon Deaepaumu.

12.2. As for anything else not covered hereby, the
Company and the Participant shall refer to the
Agreement and effective laws of the Russian
Federation.

13. MpunoxkeHusa.

13. Schedules.

13.1. K T[lpaBunam npunaraotca U ABAAKOTCA
HEOTbeM/IEMOM YacTbto:

MpunoxeHne Nola. Ob6pasel, AOBEPEHHOCTN Ha
npeAcTaBuTens LPUANYECKOro 1nua;

MpunoxeHne Nel6. Obpasel, A0BEepPeHHOCTM Ha
npeacrasmTena GUanYeckoro nua;

MpunoxeHne No2. Cnucok [lonb3oBaTtenem
JInyHoro KabuHera;

MpunoxeHne Ne3. O6pasel, 3aABneHUA O ¢aKTe
KomnpomeTauum 3neKTPOHHOW NOANUCU UAU O
nogospeHMn Ha KomnpomeTauuio 31eKTPOHHOM
noanucu.

13.1. The following are attached to and form an
integral part of the Rules:

Schedule No.1a. Form of power of attorney for a legal
entity's representative;

Schedule No.16. Form of power of attorney for an
individual's representative;

Schedule No.2. List of Client Portal Users;

Schedule No.3. Form of Declaration of the fact of the
Electronic Signature Leak or of the suspicion of the
Electronic Signature Leak.




MpunoxkeHune Nela

K MpaBunam 3NeKTPOHHOro A0KyMeHToo6opoTa
000 «PeHeccaHc Bpokep»/Schedule No.1a.

To Electronic Document Workflow Rules of
Renaissance Broker Limited

Ha 6naxke komnaHuu/On Company’s letterhead

r. « » 20__ .

DosepeHHocTb /Power of Attorney

Hacrosauwein nosepeHHocTbio/By this Power of Attorney

(nonHoe HaumeHosaHue Yyacmuuka, MHH, topuduyeckuli adpec, dama u mecmo 2ocydapcmeeHHoU peaucmpayuu, HoMmep pe2ucmpayuoHHo20
caudemenscmea, adpec hakmuyeckozo mecma HaxoxcdeHus)/ (full name of the Participant, INN, legal address, date and place of state registration,
registration certificate number, address of actual location)

B nue/represented by

AelncTBylolero Ha ocHoBaHuK/ acting on the basis

(nanee — OosepuTenb), yNoJHOMOUYMBAET HUMKENepeyncaeHHbIX Aul, (aanee smecte — oBepeHHble, Mo
otaensHoct — MNosepeHHbIi) / (the Principal), authorizes the persons listed below (together the Attorneys,
each an Attorney)

1.

yKkazeieaemca ®.1.0. NoseperHoro/indicate Attorney's full name obpasey nodnucu NosepeHHoro/Attorney's signature specimen
JlaHHble dokymeHma, ydocmoeepsarouje2o audHocmes/Details of ID document:

2.

ykassieaemca @.1.0. NosepeHHoro/ indicate Attorney's full name o6pasey nodnucu NosepeHHoro/Attorney's sighature specimen
JaHHble dokymeHma, ydocmosepsrouje2o auyHocms/Details of ID document:

oT UMeHn [loBepuTens cosepatb cneaytowme aencrema/perform the following acts on behalf of the
Principal:

. 3aKnounTb Jorosop 06 31eKTPOHHOM AOKYMeHTOoobOpoTe B LenAx npucoeamHeHusa K lMpasunam
3NEKTPOHHOTO A0KyMeHToobopoTta OO0 «PeHeccaHc Bpokep», a TaKXKe WM3MEHATb M PACTOPrHYTb
yKasaHHbl [loroBop 06 3n1eKTpoHHOM gAokymeHToob6opote/enter into the Electronic Document
Workflow Agreement for the purpose of acceding to the Electronic Document Workflow Rules of
Renaissance Broker Limited and amend and terminate the said Electronic Document Workflow
Agreement;

o coBepLluaTh Ntobble UHble AENCTBUA, HeobXogumble ANs peanvs3aluu NMOJHOMOYMI NO HacTosAwewn
nosepeHHoctu/perform any other acts necessary for the exercise of powers hereunder.



MpaBom, NMPMMEHMMbIM K HACTOAWEN [LOBEPEHHOCTW, a TaKXe K OTHOWeEeHuAM mexay LosepuTenem,
MoBepeHHbIM U TPeTbUMM Nnuamm, asnsetca npaso Poccuiickonnt ®epepaumn./The law of the Russian
Federation shall be the law applicable to this power of attorney and to relations between the Principal, the
Attorney and third parties.

Hacrosulan 4oBepeHHOCTb BblaaHa CPOKOM Ha naTb neT./ This power of attorney shall be valid for a period
of five years.

Moanucu NosepeHHbIx yaocTtosepsato./ | certify the signatures of the Attorneys.

(®.1.0. nosaHocmeto u nodnucs)/ (Full name and signature)

LosepeHHOCcMb, 8bI0GHHAA 8 MOPAOKe nepedosepus, 00AXHA bbimb 3a8epeHd HoMapuasbHO, ec/lu UHOoe He
ycmaHoeneHo 3akoHodamenbcmaeom Pocculickoli @edepauyuu/A power of attorney issued by way of
substitution must be notarized, unless otherwise specified in the laws of the Russian Federation



MpunoxxeHue Nel16

K MpaBunam 3N1eKTPOHHOro A0KyMeHToo6opoTa
000 «PeHeccaHc Bpokep»/ Schedule No. 16

To Electronic Document Workflow Rules of
Renaissance Broker Limited

DosepeHHocTb/Power of Attorney

Hactoawein posepeHHocTbio/By this Power of Attorney A, rpaxaaH/l, a citizen of _

(rpaxkaaHcTeo, ®.1.0. goseputens nonHoctbio)/ (citizenship, full name of the principal)

roga poxaeHus/date of birth, nacnopt cepun/passport series N

, BblaaH/issued by oo r., Kog,

noapasgenenusn/subdivision code , 3aperucTpupoBaHHbiii(an) no agpecy/registered at:

, (manee — foseputens)/(the Principal),

YMO/HOMOUYMBAD HUKEMEPEUYUCNeHHbIX Auy (Janee BmecTe — [loBepeHHble, NO OTAENbHOCTU —
MosepeHHbI)/authorize the persons listed below (together the Attorneys, each an Attorney)

1.

yKkazeieaemca ®.1.0. NoseperHoro/indicate Attorney's full name obpasey nodnucu NosepeHHoro/Attorney's signature specimen

JlaHHble dokymeHma, ydocmoeepsarou,e2o audHocmes/Details of ID document:

2

yKkazeieaemca ®.1.0. NoseperHoro/indicate Attorney's full name obpasey nodnucu NosepeHHoro/Attorney's signature specimen

JlaHHble dokymeHma, ydocmoeepsarouje2o audHocmes/Details of ID document:

oT umeHnun [loseputensa cosepliatb cneaytolme aencteus/perform the following acts on behalf of the
Principal:

3aKnounTb [loroBop 06 3/1EeKTPOHHOM AOKYMEHTOObOopOoTe B LEenax npucoeguHeHus K MNpasuiam
3/IeKTPOHHOro AoKymeHToobopota OO0 «PeHeccaHc bpokep», a TaKKe U3MEHATb U PACTOPrHYTb
YKasaHHbI [oroBop 06 31eKTpOHHOM AokymeHToobopoTe/enter into the Electronic Document
Workflow Agreement for the purpose of acceding to the Electronic Document Workflow Rules of
Renaissance Broker Limited and amend and terminate the said Electronic Document Workflow
Agreement;

coBepwaTb /itobble MHble AeiCcTBUA, HeobXoaMMble ANA peanun3aumy NoJHOMOYMI MO HacToAWEeN
nosepeHHoctu/perform any other acts necessary for the exercise of powers hereunder.

MpaBom, MPMMEHMMbIM K HACTOAWEN [LOBEPEHHOCTW, a TaKXe K OTHOWeHWAM Mmexay LosepuTenem,
MoBepeHHbIM U TpeTbUMM Nnuamn, asnsetca npaso Poccuiickon ®epepaumun./The law of the Russian
Federation shall be the law applicable to this power of attorney and to relations between the Principal, the
Attorney and third parties.



HacTosuan 4oBepeHHOCTb BblAaHa CPOKOM Ha naTb ieT./ This power of attorney shall be valid for a period of
five years.

Moanucu NosepeHHbIX yaocTtosepato./ | certify the signatures of the Attorneys.

(®.1.0. noaHocmeto u nodnucs)/ (Full name and signature)

JlosepeHHocmb, 8bI0aHHAA 8 NopAOKe nepedosepus, 00axHA bbimb 3a8epeHa HomapuaaeHo/A power of
attorney issued by way of substitution must be notarized, unless otherwise specified in the laws of the
Russian Federation



MpunoxkeHune Ne2
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B 000 «PeHeccaHc Bpokep»/To Renaissance Broker Limited
«[®]» [#] 202 [e] T.

(HanmeHoBaHne/®d.N.0. YuactHuka)/ (name/full name of
Participant)

Cnucok Monb3osareneit JinuHoro kabuHera/List of Client Portal Users

Hactoawmm [e] (naumerosarue/®.1.0.) Hanpasnsetr Cnucok [onb3oBatenen JIMYHOro KabuHeTa W
noaTeBepXaaeT npegocrasneHve [Monb3oBatenamu JIMdHoro KabuHeTa cornacus Ha nonydeHne Kopgos
noaTeepaeHui nocpeactsom CMC-yBegomneHnit Ha MobunbHbiit Homep, NYLU-ysBegomneHnit B MobuabHom
NPUAOXKEHUN U cOObLLEHMI HA ABTOPU30BAHHbIN aapec 3S1eKTPOHHOW NoYTbl. Monb3oBaTenn JInyHoro KabuHeta
03HaKomneHbl ¢ MNpaBuaamm 3NeKTPOHHOTO goKymeHToobopoTa OO0 «PeHeccaHc Bpokep» 1 npeaynpexXaeHbl
06 06s3aHHOCTU cob1t0AaTb KOHOMAEHUMaNbHOCTb Ktoua anekTpoHHol noanucu./ [*] (name/full name) hereby
sends the List of List of Client Portal Users and confirms that Client Portal Users provide consent to receive
Confirmation Codes via SMS notifications to the Mobile Number, PUSH notifications in the Mobile Application
and messages to the Authorized Email Address. Client Portal Users have read the Electronic Document Workflow
Rules of Renaissance Broker Limited and have been warned of the obligation to keep the Electronic Signature Key
confidential.

JNlorun (npun
o Moanuce
®.1.0. Nonb3osatens J/IN4HOro | UCNOAb30BaHUMU ABTOPM30BaHHbIN
n Homep mobunbHoro . MNonb3oBatena
KabuHeta (nonHocTbio)/ Full web- . afpec 3N1eKTPOHHOM
/n/lte . . . TenedpoHa/Mobile . JNnuHoro
name of Client Portal User (in nHTepodeiica)/ noutbl /Authorized .
m no. . phone number . KabuHeTa/Signature
full) Login (for web e-mail address . «
. of Client Portal User
interface)
1

*coBepwaa noanucb, Monb3osatenb JIMUHOro KabuHeTa TaK)Ke MOATBEPXKAAET, YTO OH COrNaceH Ha
nonyyeHue Kogos noareepaeHnin nocpeactsom CMC-yBegomneHM Ha ykasaHHbIM MobunbHbIn Homep, NMYLL-
yBegomneHnit B MobuabHOM NPUAOKEHUN N COOBLLEHUI Ha YKa3aHHbIN ABTOPM30BAHHbIN aApec 3/1eKTPOHHOM
MoYTbl, @ TaKXKe NpUHUMaeT 0bsa3aTenbcTBo cob6at0AaTh KOHOUAEHLMANbHOCTL KAtoYa 3neKTpoHHOoM noganucu./
by affixing its signature, the Client Portal User also confirms that it agrees to receive Confirmation Codes via SMS
notifications to the specified Mobile number, PUSH notifications in the Mobile Application and messages to the
specified Authorized e-mail address, and also assumes the obligation to keep the Electronic Signature Key
confidential.

MoAnucyK yKasaHHbIX Bblle WL, coBepLUeHbl B moem npucyTcTeun. /The signatures of the persons
mentioned above were affixed in my presence.



MoNHOMOUMSA YKa3aHHbIX Bbllle AnL, noaTeep>aaem(io). /I/We confirm the powers of the above persons.

[*]
HaMMeHOBaHMe A0/HOCTU pyKoBOAMTENS YUacTHUKa (ans ropuamdeckmx nuu)/title of head of Participant
(for legal entities)

[*1/°)/

(bamunma N.0., nognuce)/(surname first name, patronymic, signature)



MpunoxkeHmne Ne3
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3AABJIEHUNE

0 dakTe KomnpomeTaumm 31eKTPOHHOW NoAnucK u/vam o NoAo3peHnn Ha KomnpomeTaumio
anekTpoHHoi noanucu/ Declaration of the fact of the Electronic Signature Leak or of the suspicion of
the Electronic Signature Leak

[¢].[+].20[] r.

Hactoawmm/Hereby

(MonHoe HauMeHoB8aHUEe YYaCMHUKGA UauU MOAHOCMbI0 hamMusus, UMA, om4ecmao (npu Haauyuu) Yyacmuuka uau Monszosamens
JluyHozo kabuHema)/ (full name of the Participant or surname, first name, patronymic (if any) of the Participant or the Client Portal
User)

B COOTBETCTBMMU C [MpaBmaamm 3/1eKTPOHHOro AoKymeHToobopota OO0 «PeHeccaHc Bpokep» 3asBaseT o

dakte KomnpomeTaumm 3n1eKTPOHHOW noanucu u/muam o noaospeHun Ha KoMnpomeTaumio 3/1eKTPOHHOM
nognucu cneaytolmx Monb3osartenei JinuHoro KabuHeta*/in accordance with the Electronic Document
Workflow Rules, Renaissance Broker Limited declares the fact of the Electronic Signature Leak and/or the
suspicion of the Electronic Signature Leak of the following Client Portal Users*:

n ®.1.0. Nonb3osatena JinuHoro KabuHeta (nonHoctbio)/Full name Client Portal Mo6unbHblin Homep/Mobile number
/n/lt User (in full)

em

no.

1

2

Mpowy npekpaTUTb AEWCTBME LEUCTBYIOWMX INEKTPOHHbIX MOoANMcen nepeuyncieHHbix onb3osaTtenei
NnuHoro KabuHerta./l hereby request that you terminate the valid Electronic Signatures of the listed Client
Portal Users.

(®10)/ (FULL NAME)

(nognwce)/ (signature)

*Mpwn HanpaBneHun 3aaBneHus Monb3oBatenem JIMYHOro KabwuHeTa, He sABAstowWerocs YYacTHUKOM, B
Tab/MLLe YKa3bIBAOTCA CBEAEHMSA TONbKO AaHHOro Monb3osatens SinuHoro KabuHerta./ When a Client Portal
User, who is not a Participant, sends the Declaration, the table shall contain only the information on such
Client Portal User.



	1. Terms and definitions
	Authorized email address means an email address indicated by the Participant at the time of remote Agreement execution and/or in the List of Client Portal Users to be sent by the Participant to the Company.
	Admin Section of EDW System means a section of the corporate information system of the Company containing specialized tools and settings, whereby the Company is enabled to grant, terminate and restrict access to the Client Portal to the Client Portal Users, upload to the Client Portal Electronic Documents and other information in the electronic form, sign the Electronic Documents, monitor actions of the Client Portal User, record the fact (including time and date) of dispatch of information notices and the contents thereof and perform other actions to manage the EDW System. The Company's Authorized Representative accesses the Admin Section of the EDW System using the Login of the Company's Authorized Representative and a matching password.
	Authentication means the procedure of verifying whether the keyed in Password matches the Identifier specified at the time of Identification.
	Agreement means the Electronic Document Workflow Agreement to be made between the Participant and the Company, whereby the Participant accedes to the Rules.
	USIA (Unified system of identification and authentication) – federal government information system for provision when and as established in the laws of the Russian Federation of authorized access to information, contained in information systems. 
	Agreement accession application (offer) – application offer for the Agreement accession, submitted by the Participant to the Company in an electronic form by way of filling out a designated form on the Company’s webpage. 
	Identifier means a unique combination of digits, letters and/or special symbols designed for accessing the EDW System and used for the purpose of the Identification of the Client Portal User or the Company's Authorized Representative respectively. A cell phone number or the Login of the Client Portal User may be used as the Identifier of the Client Portal User. The Client Portal User may use one Identifier to access client portals of other participants, provided that such participants have granted to it relevant powers.
	Identification means a procedure of identifying (verifying) the Client Portal User or the Company's Authorized Representative using its Identifier.
	Company's Homepage means a page on the official website of the Company in the information-telecommunication network Internet at www.renbroker.ru
	Information notice means an SMS message, PUSH-message and/or an electronic message sent to an Authorized email address or a corporate email of the Company's Authorized Representative.
	Electronic Signature Key means a unique sequence of symbols intended for creating an Electronic Signature. The Electronic Signature Key means the aggregate of the Identifier and a matching Password.
	Confirmation Code means a verification code that is sent in the Information Notice and can be used to log into the Client Portal, to sign documents and to confirm other actions of the Participant, Client Portal User and/or the Company's Authorized Representative in the EDW System and/or on the Company’s webpage.
	Electronic Signature Leak means a possible unauthorized use of the Electronic Signature Key by unauthorized persons.
	Client Portal means a dedicated section of the Company's Homepage created separately for the Participant or a Mobile Application installed on a Mobile Device of the Participant (Client Portal User), which contain various reports, notices and information and may be used for Electronic Document Workflow and (if such option is activated by the Company) for submission of orders. The functionality of the Client Portal accessed via the web interface may be different from the functionality of the Client Portal accessed via the Mobile Application.
	Client Portal User's Login means an Identifier assigned to the Client Portal User by the Company or assigned by the Client Portal User itself when registering in the Client Portal or changing the Client Portal User's Login.
	Login of the Company's Authorized Representative means an Identifier assigned to the Company's Authorized Representative.
	Mobile Application means specialized software designed to be used on a Mobile Device available for installation through the official Google Play or AppStore application stores.  
	Mobile Device means a technical device connected to the information and telecommunications network "Internet” (smartphone, tablet) operating on Android or iOS operating systems, on which the Client Portal User uses the Mobile Application.
	Mobile Phone Number means a subscriber number of the Client Portal User in the mobile radiotelephone communication network of one of the mobile operators indicated by the Participant at the time of remote Agreement execution and/or in the List of Client Portal Users.
	Electronic Documents Pack means several Electronic Documents combined and uploaded to the EDW System in the form of a single file.
	Password means a secret combination of symbols known only to the Client Portal User or the Company's Authorized Representative respectively and specified by them at their own discretion, which, together with the Identifier, is used by the Client Portal User to access the Client Portal or by the Company's Authorized Representative to access the Admin Section of EDW System respectively. The Client Portal User and the Company's Authorized Representative may change the Password at any time.
	Client Portal User means an individual - a Participant, and/or a person authorized by the Participant on behalf of the Participant 1) to work in the Client Portal in accordance with the scope of rights granted to it by the Participant, and 2) to use the Identifier and the Password registered in the name of the Client Portal User. All actions of the Client Portal User performed by it in the Client Portal shall be deemed performed by the Participant.
	Rules means these Electronic Document Workflow Rules of Renaissance Broker Limited in effect at the time the same are applied.
	PUSH message means a short text message intended to send the Confirmation Code or other information to the Participant (Client Portal User) in the form of a pop-up message on the screen of the Mobile Device, on which the Mobile Application is installed.
	EDW System means the Company's corporate information system intended for electronic interaction between the Company and the Participant in accordance with the Rules and Federal Law No.63-FZ dated 06 April 2011 "On Electronic Signature". The EDW system includes the Client Portal and the Admin Section of EDW System.
	SMS message means a short text message intended for sending the Confirmation Code or other information to the Participant (Client Portal User) to the Mobile Phone Number. To receive SMS messages, the User must have a short message service (SMS) activated by the mobile operator.
	List of Client Portal Users means a list of Client Portal Users provided by the Participant to the Company in the form of Schedule No.2 to the Rules.
	Company's Authorized Representative means a person, who has the authority to act on behalf of the Company in the EDW System, sign Electronic Documents and/or perform other actions specified in the Rules and/or functionality of the EDW System.
	Participant means a person, who has entered into the Agreement with the Company and acceded to the Rules.
	Hash means the result of processing an Electronic Document by the SHA-256 hashing algorithm, which is a sequence of 64 hexadecimal characters.
	Hashing – for the purposes of the Rules hashing means the conversion of an array of input data of arbitrary length (including an Electronic Document) into an output hexadecimal 64-digit string performed by the SHA-256 hashing algorithm. The Hash is the result of such conversion.
	Electronic Signature means information in the electronic form created by using the Electronic Signature Key, which is linked to the Electronic Document and confirms the fact of the formation of an electronic signature by a certain person, and also allows one to identify the Client Portal User/Company's Authorized Representative, who signed the Electronic Document. Under the Rules, a simple electronic signature is used.
	Electronic Document means a document, in which information is provided in the electronic form, i.e., in the form suitable for human perception using electronic computers and for transmission over information and telecommunication networks or processing in information systems. The form of displaying information in the Electronic Document may differ from the form of displaying information in a document of a similar type on paper, including from the form of such document on paper used when providing services to the Participant by the Company. Provided that the Electronic Document contains all the necessary details required for a document of such type by law and/or approved by the Company, and / or provided for by the agreement.
	Electronic Document Workflow means the process of electronic interaction between the Company and the Participant carried out by exchanging Electronic Documents using the EDW System and/or in a dedicated section on the Company’s webpage.
	2. Subject-matter of Rules.
	2.1. The Rules set out the procedure for the Participant to accede to the Rules and govern the terms and procedure for the implementation of the Electronic Document Workflow between the Company and the Participant.
	- any other exchange of electronic documents, including for the purpose of entering into and/or performing agreements between the Company and the Participant.
	3. General provisions. Rights and obligations of participants in the Electronic Document Workflow.
	3. Общие положения. Права и обязанности участников Электронного документооборота.
	The confirmation code that is sent to the Individual’s Mobile Phone Number and is entered at the time of the Agreement Accession Application (Offer) execution shall be deemed as the equivalent of the handwritten signature of such individual. The Participant and the Company agree that the Agreement Accession Application (Offer) that is executed in such manner shall be deemed equal to a document that is signed by the Participant by a handwritten signature in a hard copy.
	The Rules, including all Schedules hereto, are approved by the Company, are valid for an indefinite term and may be terminated at any time if so resolved by the Company. For the Participant, the Rules may also be terminated in connection with the termination of the Agreement, which may be terminated by the Participant, the Company or if so agreed between its parties.
	3.5. Termination of the Rules does not affect the legal force and validity of the Electronic Documents that the Company and the Participant exchanged during the period they were in effect.
	3.6. The text of the Agreement and the Rules is publicly available on the Company's Homepage and are made available to the general public. By acceding to the Rules, the Participant undertakes to regularly refer to the Company's Homepage for possible amendments to the Rules and bears all the risks in full associated with failure to fulfil or improper fulfillment of such obligation.
	3.7. The Company may:
	3.7.1. request from the Participant documents and information required by laws of the Russian Federation, including those relating to combating the legalization (laundering) of crime proceeds and the financing of terrorism, and/or the Rules and request that the Participant appear in person at the office of the Company for the purpose of providing the Company with such documents and/or information;
	3.7.2. request that the Participant provide paper copies of the Electronic Documents sent by it signed by the Participant or its authorized person;
	3.7.4. make the use of some functions of the Client Portal contingent on the Participant (Client Portal User) performing certain actions, including in the Client Portal, or providing certain documents and/or information;
	4.2.4. Electronic Documents sent through the EDW System and signed in the manner prescribed by the EDW Rules are authentic and complete documents issued by the Participant and/or the Company;
	4.2.6. the risk of unlawful signing of the Electronic Document with the Electronic Signature of the Client Portal User shall be borne by the Participant, on whose behalf such document is signed;
	4.3. The number of copies of the Electronic Document, including those made on machine-readable media of various types, is unlimited. Provided that all copies of the Electronic Document constitute the originals of such Electronic Document, except when the copy is marked as a copy.
	- the authenticity of the Electronic Signature of the Client Portal User and/or the Company's Authorized Representative, who signed this document, cannot be ascertained.
	4.5. Copies of the Electronic Document may be made (printed) on paper and must be certified by own handwritten signature of the Company's Authorized Representative. The copy of the Electronic Document must necessarily contain a note to that effect.
	When carrying out the Authentication procedure, an Information Notice with a Confirmation Code can be sent additionally to the Mobile Phone Number or Authorized E-mail Address determined by the EDW System on the basis of the specified Identifier, which Confirmation Code must be entered in the appropriate field when logging into the Client Portal.
	4.7. For each Client Portal User, who is not an individual Participant, the Participant must provide the Company with a document confirming its authority. If a power of attorney is provided as such document, it may be issued in the form provided for in a relevant agreement made between the Company and the Participant, under which the Electronic Document Workflow is intended to be used.
	4.8. When working in the Client Portal, including when registering the Client Portal User, the Client Portal User enters necessary data requested by the EDW System using the function buttons and fields for entering information.
	Each Electronic Document, and if the Electronic Documents are combined into an Electronic Documents Pack, such Electronic Documents Pack is assigned a unique number.
	After checking the content of the Electronic Document, the Client Portal User initiates the process of its signing and sends a request to receive the Confirmation Code.
	4.11. Unless the EDW Rules provide otherwise, the Electronic Document is signed by the Client Portal User using the Electronic Signature Key and the Confirmation Code received in the form of an Information Notice and entered in the appropriate field in the Client Portal.
	4.12. Unless the EDW Rules provide otherwise, the Electronic Document is signed by the Company's Authorized Representative using the Electronic Signature Key and the Confirmation Code received in the form of an Information Notice and entered in the appropriate field in the Admin Section of the EDW System.
	4.13. The Company procures that record of facts of sending Confirmation Codes to the Client Portal User is kept. The fact of sending an SMS notification is confirmed by the details of the SMS notification (information about the date and time of sending the SMS notification, the text of the sent SMS notification). The fact of sending PUSH-notifications and messages to the Authorized E-mail Address is confirmed by information about the date and time of sending the message and the text of the sent message.
	5. Specifics of working in the Client Portal through the use of the Mobile Application.
	6. Specifics of working in the Client Portal using the web interface.
	12. Final provisions.
	13. Приложения.

